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ATIRIBUTES/ 
PROPERTIES/ 
PERMISSIONS 

STORED 
PER CHANNEL 
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FIG. 4 
CENTRAL CONTROLLER LOOP COMMUNICATIONS 

DATA AVAILABLE 
ON CONNECTIONS 

74 
ENABLE UNBLOCKING 

FOR WRITING ON 
CONNECTIONS FOR 

ONLY CONNECTIONS 
WITH DATA 

AVAILABLE TO WRITE 

72 
USING COMMAND 
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INTO APPROPRIATE 
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LOOK FOR AN AVAILABLE 

COMPLETE OAT A INSTRUCTION 
FOR ANY CONNECTION 

BY EXTRACTING PACKETS 
BYTEWISE FROM FIFO 

(POLL_READ)r--------. 

60 
FOR EACH 

CONNECTION 
DO: 

64 
ADD TO USER

SPACE FIFO PER 
CONNECTION 
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FIG. 5 
CLIENT CHANNEL DATA STRUCTURE AND INFORMATION FLOW DIAGRAM 

ERROR 76 
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FIG. 6 
PARTICIPATION SOFTWARE OUT-OF-BAND MULTIMEDIA 

OUT-OF-BAND MULTIMEDIA INFORMATION FLOW DIAGRAM 

26 
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DISPATCH 
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FIG. 7 

-DX 

Identifier: IDMARKS 

Password: I****** I 
I Login to Chat I 
I Register for Account I 

Untrusted Java Applet Window 

FIG. 8 
e -lDIX 

You are granted access with identifier DMARKS 

II Click Here I 

Untrusted Java Applet Window 
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FIG. 9 
e -IDIX 
File Maintenance 

Untrusted Java Apple! Window 

FIG. 10 

New Channel Name: lTESTCHANNEL 

Untrusted Java A let Window 
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FIG. 11 

Untrusted Java let Window 

FIG. 12 

File Moderator 

Untrusted Java A let Window 
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FIG. 13 
..:n:n>< 

File Moderator 

DMARKS: hello there ~ lm.,tADil~-MWII r 

ME-MWU Me. 
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1-
1--

1-
1-

1-
1-

lv 
i<'JI I I I I I I I I I I-~ I I I I I I I I Ill> 

II I 
Untrusted Java Applet Window 

FIG. 14 
J_l[]l)( 

File •• ttor IYIUUt:ld 

DMARKS: hello there ~ lnMADil~-MWll [ 

Me: hi there I- IME-MWU Me. 

I-
I-

I-
I-
I-

I-
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IQ 
1<11 ·1 I I I I I I I I I I I I I I I I I I I II> 

II I 
Untrusted Java Applet Window 
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FIG. 15 

FIG. 16 
_lclX 

File 

To ME: this message is seen by only ME ~ 
ME: This is the private message response that is only seen by the user 1-

DMARKS 1-
1-

1-

1-
1-
f.-

""'--

~ 
~I I I I I I I I I I I I I I I I I I I I I I I I I I II~ 

I 
Untrusted Java Applet Window 
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FIG. 17 

File 

DM~~~~~~----~ 
ME: ~~~~~~~~ 

Untrusted Java A let Window 

File Moderator 

DMARKS: hello there 
ME: hi there 

FIG. 18 

Untrusted Java A let Window 

US 8,694,657 Bl 
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FIG. 19 
e _lclx 
File Maintenance 

TESTCHANNEL-PJT 

Untrusted Java Applet Window 

FIG. 20 

e -1CI5< 
File Maintenance 

TEST Prooertv Editor 
Toaale All Postina 
Toaale All Join ina 
Tooole Transcript 

Untrusted Java Aoolet Window 



Facebook's Exhibit No. 1001 
Page 21

U.S. Patent Apr. 8, 2014 Sheet 14 of 22 US 8,694,657 Bl 

FIG. 21 

File Maintenance 
TEST CHANNEL-JT 

Untrusted Java A let Window 

FIG. 22 

this will not be written directly to the channel 
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FIG. 23 

ME: this will not be written directly to the channel 

Untrusted Java Window 

FIG. 24 
-IDIX 

File Moderator 
ME: thi Send URL to the channel ILi ln~.6DVC:::_MWLJ [ 

Toaale Moderator ME-MWU Me. 

Toqqle Write 
Toaale URL f-
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Moderator Window f-

f-

f-

f-

tv 
~I I I I I I I I I I I I I I I I I I I I~ 

I http:/www.ais.net I 
Untrusted Java Applet Window 
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FIG. 25 
-101)( 

File Moderator 

ME: this will not be written directly to the channel ~ lmAII.DI(C:-MWU [ 

URL DMARKS: http:/www.ais.net ME-MWU Me. 
...__ 

1--
1--
1--

'-

---
:.,___ 

IV 
<II I I I I I I I I I I I I I I I I I I I I II> 

II I 
Untrusted Java Applet Window 

FIG. 26 

AMERICAN INFORMATION SYSTEMS 
INTERNET CONNECTIVITY, CONSULTING, SYSTEMS DESIGN 

AND IMPLEMENTATION 
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FIG. 27 

Identifier: IDMARKS 

Property: I FAX 

Value: 1312·255-8501 

New Value: 1312-555-1212 

I Put away Property Editor 

Untrusted Java Applet Window 

US 8,694,657 Bl 
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FIG. 28 

~ -IDIX 
Connect Edit Terminal Help 

Type CTL-B to register For a Login if you 
do not have one. 

Login: ME 

Password: I 

Name: 

I 
I 
I 
I 
I 
I 
I 
L---------

Enter Login and 
Password here at 
the prompt or 
type CTL-A for 
help. 
To sign up. for a 
new account, 
press Control-B. 
Press Ctl-Q to 
quit. 
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FIG. 29 
Connect Edit Terminal Help 

CHANNEL LIST 

TEST CHANNEL·JPT 1 1111 

New Channel: 

FIG. 30 

-lCllX 

I DMARKS 
I ME 
I 
I 
I 
I 
I 
!----------

Select the channel 
you wish to join 
using the up and 
down arrow keys and 
then press ENTER. 

Type CTL-A for help 

a! -IDIX 
Connect Edit Terminal Help 

I MWU DMARKS "Daniel 
I MWU ME "Me."l 
I 
I 
I 
I 
I 
l----------
1 Type what you wish 
I to say on the 
I channel and press 
I ENTER. Press CTL-L 
I to change channels. 
I Type TAB, and press 
I the arrow keys to 
I see who is on the 
I channel. Press 

--Channel: TESTCHANNEL--------------------------------1 CTL-P for private 
I messages. 
I 



Facebook's Exhibit No. 1001 
Page 27

U.S. Patent Apr. 8, 2014 

.Qonnect fdit Ierminal 

Sheet 20 of 22 

FIG. 31 

US 8,694,657 Bl 

MWU DMARKS "Daniel 
I MWU ME "Me." 
I 
I 
I 
I 
I 
.1---------· 
I Type what you wish 
I to say on the 
I channel and press 
I ENTER. Press CTL-L 
I to change channels. 
I Type TAB, and press 
I the arrow keys to 

DMARKS: hello there I see who is on the 
Channel: TESTC HAN N EL ------------------------------__1 channel. Press 

h" h 1 I CTL-P for private 
1 t ere I messages. 
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FIG. 32 
~ -IOIX 

Connect Edit Ierminal Help 

I MWU DMARKS "Daniel 
I MWU ME "Me." 
I 
I 
I 
I 
I 
.1-.--------· 
I Type what you wish 
I to say on the 
I channel and press 
I ENTER. Press CTL-L 
I to change channels. 

DMARKS: hello there 1 Type TAB, and press 
ME: hi there 1 the arrow keys to 
Private message from DMARKS (press CTRL-P 1 see who is on the 
to see it) 1 channel. Press 

---Channel· TESTCHANNEL--------------------------------1 CTL f · • · -P or pnvate 
I messages. 

FIG. 33 
Connect Edit Terminal Help 

I 

loMARKS 
IME 
I 
I 
I 
I 
I 
.1-.--------· 
I Hit TAB, and use 
I the arrow keys to 
I select the person 
I you wish to send a 
I private message to, 
I and press ENTER. 
I Then, type your 

DMARKS: this message is seen by only the user MEl private message and 
---Channel: TESTCHANNEL---------------- I press enter ENTER. 
This is the private message response that is only I Type CTL-A for help 
seen by the user DMARKS • I 

I 
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FIG. 34 
-IC:IIX 

I *DMARKS "Daniel Marks 
IME "Me." I 
I 
I 
I 
I 
I .J_ ________ _ 

I Type what you wish 
I to say on the 
I channel and press 
I ENTER. Press CTL-L 

DMARKS: hello thereDMARKS: hello there 1 to change channels. 
ME: hi there I Type TAB, and press 
Private message from DMARKS (press CTRL-P 1 the arow keys to 
to see it) I see who is on the 

---Channel: TESTCHANNEL-------------------------------1 channel. Press 
I CTL-P for private 
I messages. 
I 
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REAL TIME COMMUNICATIONS SYSTEM 

This invention is a continuation of Ser. No. 08/617,658 
filed Apr. 1, 1996, and issued as U.S. Pat. No. 5,956,491 on 
Sep. 21, 1999, directed to an apparatus, a manufacture, and 
methods for making and using the same, in a field of digital 
electrical computer systems. 

I. FIELD OF INVENTION 

2 
It is still another object of the present invention to link the 

controller computer and the plurality of computers with 
respective software coordinated to arbitrate multiplexing 
activities. 

It is still a further object of the present invention to provide 
a chat capability suitable for handling graphical, textual, and 
multimedia information in a platform independent manner. 

These and other objects and utilities of the invention, 
apparent from the discussion herein, are addressed by a com-

More particularly, the present invention is directed to a 
digital electrical computer system involving a plurality of 
participator computers linked by a network to at least one of 
a plurality of participator computers, the participator comput
ers operating in conjunction with the controller computer to 
handle multiplexing operations for communications involv
ing groups of some of the participator computers. 

10 puterized human communication arbitrating and distributing 
system. The system includes a controller digital electrical 
computer and a plurality of participator digital computers, 
each of the participator computers including an input device 
for receiving hnman-input information and an output device 

15 for presenting information to a user having a user identity. A 
connection such as the Internet links the controller computer 
with each of the participator computers. 

Controller software runs on the controller computer, pro
gramming the controller computer to arbitrate in accordance 

II. BACKGROUND OF THE INVENTION 
20 with predefined rules including said user identity, which ones 

of the participator computers can interact in one of a plurality 
of groups communicating through the controller computer 
and to distribute real time data to the respective ones of the 

Multiplexing group communications among computers 
ranges from very simple to very complex communications 
systems. At a simple level, group communications among 
computers involve electronic mail sent in a one way transmis- 25 
sian to all those in a group or subgroup using, say, a local area 
network. Arbitrating which computers receive electronic mail 
is a rather well understood undertaking. 

On a more complex level, corporations may link remote 
offices to have a conference by computer. A central computer 30 

can control the multiplexing of what appears as an electronic 
equivalent to a discussion involving many individuals. 

Even more complex is linking computers to communicate 

groups. 
Participator software runs on each of the participator com

puters to program each of the participator computers to oper
ate a user interface. The user interface permits one of the users 
to send and/or receive a multimedia information message to 
the controller computer, which arbitrates which of the partici
pator computers receives the multimedia information mes
sage. The controller computer also conveys the multimedia 
information message to the selected participator computers to 
present the multimedia information to the respective user. 

Therefore, for a computer system involving a plurality of in what has become known as a "chat room." Chat room 
communications can be text, as exemplified by such Internet 
service providers as America On Line. Multiplexing multi
media is more complex for this electronic environment. 

35 programmed participator computers running the participator 
computer program can interact through a progrmed con
troller computer with the controller computer multiplexing 
the communications for groups formed from the plurality, as 
well as arbitrating communications behavior. 

The Internet was structured for one-way communications 
analogous to electronic mail, rather than for real time group 
chat room communications. Further, unlike the an Internet 40 

service provider, which has control over both the hardware 
platform and the computer program running on the platform 
to create the "chat room", there is no particular control over 
the platform that would be encountered on the Internet. 
Therefore, development of multiplexing technology for such 45 

an environment has been minimal. 
Even with an emergence of the World Wide Web, which 

does have certain graphical multimedia capability, sophisti
cated chat room communication multiplexing has been the 
domain of the Internet service providers. Users therefore have 50 

a choice between the limited audience of a particular Internet 
Service provider or the limited chat capability of the Internet. 

IV. BRIEF DESCRIPTION OF THE DRAWINGS 

FIG. 1 is a depiction of hardware suitable for performing 
the present invention; 

FIG. 2 is a communications overview of the present inven
tion. 

FIG. 3 is a data and communications dependency diagram 
for the controller group channel structure of the present 
invention. 

FIG. 4 is a flow chart of the central controller loop com
munications for the controller computer. 

FIG. 5 is a client channel data structure and information 
flow diagram of the present invention. 

III. SUMMARY OF THE INVENTION FIG. 6 is a participator software out-of-band multimedia 
55 information flow diagram of the present invention. 

It is an object of the present invention to overcome such 
limitations of the prior art and to advance and improve the 
technology of group computer multiplexing to enable better 
computerized group communications. 

It is another object of the present invention to provide a 60 

computerized human communication arbitrating and distrib
uting system. 

FIG. 7 is an illustration of a login/password screen of the 
present invention. 

FIG. 8 is an illustration of a confirmation screen of the 
present invention. 

FIG. 9 is an illustration of a channel list area screen of the 
present invention. 

FIG. 10 is an illustration of a New Channel option pull
down menu screen of the present invention. 

FIG. 11 is an illustration of a member on a new channel 
It is yet another object of the present invention to provide a 

group communication multiplexing system involving a con
troller digital computer linked to a plurality of participator 
computers to organize communications by groups of the par-

65 screen of the present invention. 
FIG. 12 is an illustration of a second member on the new 

ticipator computers. channel screen of the present invention. 
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FIG. 13 is an illustration of a communication on the new 
channel screen of the present invention. 

FIG. 14 is an illustration of a private message window on 
the new channel screen of the present invention. 

FIG. 15 is an illustration of a private message displayed on 
the private message window on the new channel screen of the 
present invention. 

FIG. 16 is a further illustration of the private message on 
the private message window on new channel screen of the 

EDITUSERH 
ENTRYFRMC 
ENTRYFRMH 
ENTRYFRM HLP 
HELPC 

4 

present invention. 10 

RELPH 
HELPSCRC 
HELPSCRH 
LINEEDITC 
LINEEDITH 
LISTC FIG. 17 is an illustration of an attribute revocation on the 

new channel screen of the present invention. 
FIG.18 is a further illustration of the new channel screen of 

the present invention. 

LISTH 

FIG. 19 is an illustration of the channel list window screen 15 

of the present invention. 

LOGIN HLP 
MAINC 
MAKE FILE 
MESSAGEC 
MESSAGEH 
MODERATHLP 
PRIVATEC 
PRIVATEH 
PRIVATE HLP 
SOCKIOC 
SOCKIOH 
STRC 

FIG. 20 is an illustration of the toggle posting option on a 
screen of the present invention. 

FIG. 21 is an illustration of a moderated version of the new 
channel screen of the present invention. 20 

FIG. 22 is an illustration of a communication on a modera
tion window screen of the present invention. 

FIG. 23 is an illustration of the communication passed on 
to the moderated version of the new channel screen of the 
present invention. 

FIG. 24 is an illustration of a communication, for sending 
a graphical multimedia message, on to the moderated version 
of the new channel screen of the present invention 

FIG. 25 is an illustration, showing the name of the URL, on 

25 

STRH 
UCCLIENT 
USERC 

a moderated version of the new channel screen of the present 30 

USERH 
WINDOWC 
WINDOWH invention. 

FIG. 26 is an illustration of data associated with the graphi
cal multimedia message on a moderated version of the new 
channel screen of the present invention. 

FIG. 27 is an illustration of a proprietary editor, suitable for 35 

a dialog to change tokens, on a screen of the present invention. 

While platform controlled embodiments are within the 
scope of the invention, it is particularly advantageous to have 
a platform independent embodiment, i.e., an embodiment that 
is byte code compiled. 

Referring now to FIG. 1, the overall functioning of a com
puterized human communication arbitrating and distributing 
System 1 of the present invention is shown with odd numbers 
designating hardware or programmed hardware, and even 

FIG. 28 is an illustration of a text based interface login! 
password screen of the present invention. 

FIG. 29 is an illustration of a text-based interface group 
screen of the present invention. 

FIG. 30 is another illustration of a text-based interface 
group screen of the present invention. 

FIG. 31 is another illustration of a text-based interface 
group screen of the present invention. 

FIG. 32 is an illustration of a text-based interface private 
message screen of the present invention. 

FIG. 33 is another illustration of a text-based interface 
private message screen of the present invention. 

FIG. 34 is another illustration of a text-based interface 
group with moderator screen of the present invention. 

V. DETAILED DESCRIPTION OF THE 
DRAWINGS 

In providing a detailed description of a preferred embodi
ment of the present invention, reference is made to an appen
dix hereto, including the following items. 

Appendix Contents 
ALLUSERC 
ALLUSERH 
CHANNELC 
CHANNELH 
CHANNEL HLP 
CLISTC 
CLISTH 
CLISTHLP 
EDITUSERC 

40 numbers designating computer program logic and data flow. 
The System 1 includes a digital Controller Computer 3, such 
as an Internet service provider-type computer. The Controller 
Computer 3 is operating with an operating system. 

System 1 also includes a plurality of digital Participator 
45 Computers 5, each of which may be an IBM-compatible 

personal computer with a processor and a DOS operating 
system. Each of the Participator Computers 5 includes an 
Input Device 7 for receiving human-input information from a 
respective human user. The Input Device 7 can be, for 

50 example, a keyboard, mouse or the like. Each of the Partici
pator Computers 5 also includes an Output Device 9 for 
presenting information to the respective user. The Output 
Device 9 can be a monitor, printer (such as a dot-matrix or 
laser printer), or preferably both are used. Each of the Partici-

55 pator Computers 5 also includes a Memory 11, such as a disk 
storage means. 

The System 1 includes a Connection 13 located between, 
so as to link, the Controller Computer 3 with each of the 
Participator Computers 5. The Connection 13 can be an Inter-

60 net or more particularly, a World Wide Web connection. 
The Controller Computer 3 is running and under the con

trol of Controller Software 2, which directs the Controller 
Computer 3 to arbitrate in accordance with predefined rules 
including a user identity, which ones of the Participator Com-

65 puters 5 can interact in one of a plurality of groups through the 
Controller Computer 3 and to distribute real time data to the 
respective ones of the groups. 
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The Participator Computers 5 are each running and under 
the control of Participator Software 4, which directs each of 
the Participator Computers 5 to handle a user Interface per
mitting one said user to send a multimedia information Mes
sage 8 to the Controller Computer 3, which arbitrates which 
of the Participator Computers 5 receives the multimedia 
information Message 8 and which conveys the multimedia 
information Message 8 to the selected participator computers 

6 
the user is a moderator. If the user is not a moderator, the logic 
flows to Block 46, which sends a denial message through 
Block 40. If, however, the in Block 44 the user is a moderator, 
the logic flows to Block 48 for a repeat to all list members who 
are permitted to see the message, via Block 40. 

5 to present the multimedia information Message 8 to the 
respective user. 

The present invention comprehends communicating all 
electrically communicable multimedia information as Mes
sage 8, by such means as pointers, for example, URLs. URLs 
can point to pre-stored audio and video communications, 
which the Controller Computer 3 can fetch and communicate 15 

to the Participator Computers 5. 

Returning to Block 42, if MESSAGE is detected, the logic 
flows to Block 50, which tests whether a user has post per
mission. If the user has post permission, the logic flows to 
Block 48, etc. If the user does not have post permission, the 

10 logic flows to Block 52 to forward the message to moderators 
for approval, via Block 40. 

Turning now to FIG. 2, there is shown a communications 
overview of the present invention. Beginning with the Con
troller Computer Software 2, reference is made to Block 10, 
which illustrates demultiplexing and multiplexing operations 20 

carried out by message type on API messages of all types. 
Block 10 links to Block 12, which is illustrative of channel 
A ... Block 10 also links to Block 14, which illustrates 
handling private message A. Block 10 also links to Block 16, 
illustrative of handling out-of-band media. Block 10 addi- 25 

tionally links to Block 18, which illustrates asynchronous 
status messages. 

Additionally, the logic flows from Block 10 to Block 54 for 
a URL API instruction. Block 54 tests whether the user has 
graphical multimedia communication privileges, and if not, 
the logic flows via Block 56, which sends a denial message 
via Block 40. Otherwise, if the user does have graphical 
multimedia communications privileges in Block 54, Block 58 
sends graphical multimedia information to all approved users 
via Block 40. 

Turning now to FIG. 4, central controller loop communi
cations is illustrated. For the data on central poll point 58 (see 
Appendix POLL_POINT), a "do" loop begins at Block 60 for 
each connection. Block 62 tests whether bytes are available 
on the data stream. If they are, the bytes are added to user 
space FIFO per connection at Block 64, leading to Block 66, 
which tests whether there are any more connections. Note that 
in FIG. 4, ifthere are no more bytes available in Block 62, the 
logic skips to Block 66, and if Block 66 is not finished with all 

Multiple connections between the controller computer 3 
and a plurality of participator computers 5 permit communi
cation implemented via the interplay of controller software 2 
and participator software 4. With particular regard to the 
participator software 4 illustrated in FIG. 2, Block 20 is 
illustrative of demultiplexing and multiplexing operations 
carried out by message type on API messages of all types. 
Block 20 links to Block 22, which is illustrative of channel 
A . . . Block 20 also links to Block 24, which illustrates 
handling private message A. Block 20 also links to Block 26, 
illustrative of handling out-of-band media via Block 28, 
which is illustrative of a Web browser or auxiliary computer 
program. Block 20 also links to Block 30, which illustrates 
asynchronous status message handling via Block 32, illustra
tive of user interface objects windows and screens. 

30 connections, the loop returns to Block 62. When all connec
tions have been completed in Block 62, the logic flows to 
Block 68, which looks for an available complete data instruc
tion for any connection by extracting packets byte-wise from 
the FIFO. Thereafter, Block 70 tests whether there is a com-

35 plete response available from the participator computer. If the 
response is complete, the logic flows to Block 72 which, using 
a command type, demultiplexes into an appropriate object 
(output FIFOs may be filled here for any connection). The 
logic from Block 72 joins the "no" branch from Block 70 at 

40 Block 7 4, which enables unblocking for writing connections 
for only connections with data available to write, looping 
back to Block 58. 

De/multiplexing via API provides a "virtual connection" 
between Channel, Private Message, and Multimedia objects 
in the controller computer 3 and each participator computer 5. 45 

An alternate architecture is to allow for a separate connection 
between each object so that multiplexing/demultiplexing is 
not necessary and each object handles its own connection. 
This would influence system performance, however. 

FIG. 5 shows a client charmel data structure and informa
tion flow diagram. From a message that is demultiplexed by 
message type, there are six possibilities: ERROR MES
SAGE, MESSAGE, STATUS, JOINCHANNEL, 
LEAVECHANNEL, and MODMSG. ERROR MESSAGE is 
communicated to Block 76, where the error message is dis
played to the transcript in the transcript area of Block 78. 
MESSAGE is communicated to Block 80 where the message 
is immediately added to the transcript in transcript area 78. 
STATUS is communicated to Block 82 to update user data 
structure; JOINCHANNEL is communicated to Block 84 to 
add a user from the member list and display the change; and 

55 LEAVECHANNEL is communicated to Block 86. From 

Turning now to FIG. 3, a data and communications depen- 50 

dency diagram controller group charmel structure is illus
trated. Beginning from what is designated as a portion of 
Block 10 the logic flows to Block 34 to consider JOIN, 
LEAVE, STATUS, SETCHAN API instructions. Block 34 
examines member list maintenance instructions, accessing 
Block 36 to check permissions, list users, and change 
attributes. Note the exploded window 38 shows a display of 
member information including a user's name, personal infor
mation, and attributes/properties/permissions (operations 
involving the subsequently discussed tokens), i.e., stored per 60 

channel attributes under each member. In any case, confirma
tion or denial of access is communicated via Block 40 for 
multiplexing return of status messages to a target object. 

From the portion of Block 10, the logic flows to Block 42 
for MESSAGE and MODMSG API instructions. Block 42 65 

tests which of the two instructions were received, and for 
MODMSG, the logic flows to Block 44, which tests whether 

Block 82, Block 84, and Block 86, the logic flows to Block 88, 
which includes a member list, a member identifier, known 
attributes/permissions/properties, and personal information. 
From Block 88, the logic proceeds to Block 90, a member list 
area, and on to Block 92 to compose a request to change a 
member attribute. This "SETCHAN request is then commu
nicated to Block 94, which is the multiplexer leading to the 
controller computer connection. 

MODMSG is communicated to Block 96, which sends the 
message to the moderation area of Block 98, and then to 
Block 100 to resubmit a member message as approved, 
thereby conveying a MODMSG request to Block 94. 
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Note that a response is prepared in the response area of 
Block 102. If the response is a standard message, it is con
veyed to Block 104 to compose the response into a controller 
message, thereby sending a MESSAGE request to box 94. If, 
however, the message is a graphical information submission, 
the logic flows from Block 102 to Block 106 to compose the 
graphical information submission into a controller message, 
thereby sending a URL request to Block 94. 

FIG. 6 is a participator software out-of-band multimedia 
information flow diagram, which begins with Block 26, the 
multimedia type patch point. Block 26 leads to Block 102, 
which tests whether there is an internally handlable multime
dia type. If not, Block 104looks up a suitable agent for data 
type presentation, which leads to Block 106, which tests 
whether an agent was found. If not, Block 108 reports loca
tion of data to the user for future referencing. If the agent is 
found in Block 106, the logic flows to Block 110, which 
invokes the agent with a data reference to present the data. 

8 
Accordingly, tokens are used by the controller computer 5 

to control a user's group priority and moderation privileges, 
as well as controlling who joins the group, who leaves the 
group, and the visibility of members in the group. Visibility 
refers to whether a user is allowed to know another user is in 
the chat group. 

Tokens are also used to permit a user's control of identity, 
and in priority contests between 2 users, for example, a chal
lenge as to whether a first user can see a second user. 

1° Censorship, which broadly encompasses control of what is 
said in a group, is also arbitrated by means of the tokens. 
Censorship can control of access to system 1 by identity of the 
user, which is associated with the user's tokens. By checking 

15 
the tokens, a user's access can be controlled per group, as well 
as in giving group priority, moderation privileges, etc. 

Censorship also can use the tokens for real time control of 
data (ascii, text, video, audio) from and to users, as well as 
control over multimedia URLs-quantity, type, and subject. 

If the multimedia type is internally handlable from Block 20 

102, the logic flows to Block 112, which tests whether this is 
With regard to controlling communications in a group 

(which is in essence a collection of user identities), control 
extends to seeing messages, seeing the user, regulating the 
size of the communication, as well as the ability to see and 
write to a specific user. Control further extends to the ability 

a member associated image. If it is a member associated 
image, Block 114 displays the image next to member identity 
information, and if it is not, the logic flows to Block 116, 
which tests if this is a member public data reference (e.g., a 
URL ). If a URL is detected at Block 116, Block 118 invokes 
an external data type viewer only on demand of the operator 
of the participator software, and otherwise Block 120 stores 
the reference for future use by the operator of the participator 
software, or treats the reference as an externally handled 
multimedia type (at the user's option). 

With further regard to the manner of interaction between 
the controller computer 3 and the participator computers 5, 
and their respective computer programs 2 and 4, includes a 
moderation capability that is controlled, or arbitrated, pursu
ant to system 1 recognizing user identity. Note that using the 
user identity for moderation purposes is a use additional to the 
use of the user identity for security purposes. 

One embodiment of the present invention is to bring chat 
capability to the internet and World Wide Web. However, 
another embodiment involves non-internet relay chat. In 
either embodiment, System 1 is state driven such that syn
chronous and asynchronous messages can be communicated. 
For an asynchronous notification, each message is sent 
through the system 1 (API), which updates the information on 
the output device of the participator computers 5. For a syn
chronous notification, a participator computer 5 must inter
rogate the system 1 for a message. 

With regard to the arbitrating of the controller computer 3 
is directed by the controller computer program 2 to use "iden
tity tokens", which are pieces of information associated with 
user identity. The pieces of information are stored in memory 
in a control computer base, along with personal information 
about the user, such as the user's age. The control computer 
database serves as a repository of tokens for other programs to 
access, thereby affording information to otherwise indepen
dent computer systems. In the database, the storage of tokens 
can be by user, group, and content, and distribution controls 
can also be placed on the user's tokens as well as the database. 

25 to send multimedia messages. 
Note that tokens for members in group can involve mul

tiples formed in real time, say, within the span of a conversa
tion. For example, for private communication, tokens are 
immediately formed to define a group of2 users. Hierarchical 

30 groups within groups can also be formed, with each inheriting 
the properties of the group before it. Thus, a subgroup can 
include up to all members or more by adding any surplus to 
the former group. 

With further regard to the controller computer 3, e.g., a 
35 server, information is controlled for distribution to the user 

interfaces at selected ones of the participator computers 5. 
The controller computer program, in one embodiment, can be 
a resident program interface (such as a JAVA application). 
There can be a token editor object (window/tear down, etc.) 

40 per group, private communication, user, channel listings, user 
listings, etc. Each can link up in a token hierarchy for arbi
tration control. 

The controller computer 3, by means of the controller 
computer program 2, keeps track of states and asynchronous 

45 messages as well as generating a synchronous message as a 
user logs in or interrogates system 1. 

With regard to multimedia information messages 8, such 
messages are of independent data types, e.g., audio/video 
data types. The content of the message (e.g., a URL) permits 

50 the System 1 to automatically determine the handling of the 
message: either the Controller Computer 3 passes the content 
of Message 8 directly, or the Controller Computer 3 deter
mines from the Message 8 how to find the content, say via 
Netscape. Accordingly, Message 8 can communicate video 

55 and sound (or other multimedia, e.g., a URL) to users, subject 
only to the server arbitration controls over what can be sent. 

Turning now to an illustration of using the invention, the 
session starts with verifYing the user's identity (at FIG. 7). 
The login/password screen is shown, and the user enters 

60 his/her assigned login/password combination and clicks the 
"Login To Chat" button. If the password was entered cor
rectly, a confirmation box appears on the screen. 

Each token is used to control the ability of a user to gain 
access to other tokens in a token hierarchy arbitration process. 
The arbitration also includes controlling a user's ability to 
moderate communications involving a group or subgroup of 
the participator computers 5. Once in a group, temporary 
tokens are assigned for priority to moderate/submoderate 65 

groups (a group is sometimes known as a channel in multi
plexing terminology). 

Then the channel list area is shown at FIG. 8. The Channel 
List area is a window which shows a list of all of the groups 
currently on the server in active communication. Because no 
one is yet connected in this example, there are no groups 
currently available on the screen. 
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To create a new group, the "New Channel" option is 
selected from a pull-down menu (at FIG. 9). The name of the 
channel is entered by the input device 7. 

If the user has permission (this one does), a new channel is 
created for the group (at FIG. 10). The window that displays 5 

the channel area has three regions: the bottom region, where 
responses are entered; the largest region, where a transcript of 
the communication is followed; and the rightmost region, 
which lists the group's current members. This list is continu
ously updated with asynchronously generated status mes- 10 

sages received immediately when a new member joins the 
group. Only "DMARKS" is currently in this group. The 
"MWU" is the properties currently associated with 
DMARKS-the ability to moderate, write to the channel, and 
send multimedia messages. 15 

A new member has joined the channel, and the member list 
status area is updated right away (at FIG. 11). This new 
member has a login of "ME." 

The user DMARKS now types "hello there" into the 
response area and presses RETURN (at FIG. 12). This mes- 20 

sage is passed to the controller computer 5, which sends the 
message to all channel members, i.e., those using participator 
computers 5, including DMARKS. 

The user ME now sends a message to the controller: "hi 
there" (at FIG. 13). This message is also sent to all members 25 

by the controller computer 5. Now user DMARKS clicks 
(using input device 7, a mouse) on the name of the user "ME" 
in the member list window. The participator software 4 will 
now create a private message window, so that the users ME 
and DMARKS can exchange private messages. Private mes- 30 

sages are only sent to the intended recipient by the controller, 
and no one else. 

10 
Now the letter "P" is removed from after the name 

TESTCHANNEL in the Channel List window (at FIG. 21), 
indicating that this channel is now moderated and will only 
have free posting ability by designated members. 

Now, type user ME (who is also on channel TESTCHAN
NEL) wishes to send communications: "this will not be writ
ten directly to the channel" (at FIG. 22). The controller, 
instead of sending it immediately to the channel to be seen by 
all members, will instead forward the message to the mod
erators for approval. The moderator, DMARKS, will then see 
the message on the Moderation Window, which provides a 
preview of any messages to be sent. To approve a message for 
general viewing, DMARKS now clicks on the message. 

Now that DMARKS has clicked directly on the message, it 
is displayed inside the group's Channel window for all mem
bers to see (at FIG. 23). 

DMARKS now wishes to send a graphical multimedia 
message. This implementation sends graphical multimedia 
images by allowing a channel member to specify an Internet 
URL of a graphical multimedia resource to be presented to the 
group members. In this example, DMARKS wishes to the 
URL corresponding to the World Wide Web home page of 
American Information Systems, Inc. to the channel members. 
DMARKS enters the URL into the response window, and 
selects "Send URL" from the Moderator pull-down menu (at 
FIG. 24). 

The controller computer 5 now passes the URL to the 
channel members. This participator software 4 performs two 
actions in response to the graphical multimedia display 
request. The first is to put the name of the URL onto the 
transcript of the group's channel, so that it can be read by 
group members. The second response is to have the partici
pator software show the data associated with the graphical 

A private message window appears in response to 
DMARKS's request to open private communications with 
ME (at FIG. 14). Now DMARKS types a message into the 
private message window's response area to ME: "this mes
sage is seen only by the user ME." When complete, the 
participator software 4 will forward this message to the con
troller computer 3. 

35 multimedia message in a human interpretable way (at FIG. 
25). To do this, the participator software 6 either uses built in 
rules to decide how the graphical multimedia data is to be 
presented, or locates another program suitable to present the 
data. In this case, the software 6 is utilizing Netscape Navi-

In response, the user ME has entered "This is the private 
message response that is only seen by the user DMARKS," 
which has been forwarded to user DMARKS (at FIG. 15). 
This message is displayed immediately on DMARKS's win
dow. 

DMARKS now returns to the channel window for the 
group "TESTCHANNEL" (at FIG. 16). To modify the per
mission attributes associated with user ME on the channel 
TEST CHANNEL, DMARKS (who is a moderator of the 
channel), clicks on the user ME in the member list to select 
ME, pulls down the Moderator menu, and selects "Toggle 
Moderator." This removes the moderator privileges from ME. 

As a result of the attribute revocation, the "M" has disap
peared from next to ME's name in the member list (at FIG. 
17), indicating that the property is no longer associated with 
the user ME. 

Now DMARKS returns to the Channel List window (at 
FIG. 18). DMARKS wishes to fully moderate the contents of 
the channel TESTCHANNEL, censoring all unwanted com
munications to the channel. DMARKS returns to the channel 
list, and selects the channel TESTCHANNEL by clicking on 
its name in the channel list. 

40 gatorO , a program for displaying graphical multimedia docu
ments specified by a URL (at FIG. 26). Inside the Navigator 
window, the graphical multimedia content, the home page of 
AIS, is shown. 

Finally, DMARKS wishes to manually modifY the attribute 
45 tokens associated with the user (at FIG. 27). The user invokes 

the Property Editor dialog, which allows the user to view and 
change the tokens associated with a user. A property of a 
given user is determined by the Identifier and Property names. 
An old value of the property is shown, and a token value can 

50 be changed in the "New Value" field. With this property 
editor, a user with sufficient permissions (tokens) can change 
any of the tokens or security parameters of any user, or a 
user's ability to change security parameters can be restricted. 

To start with an alternate embodiment using a text-based 
55 interface, a user is presented by the login/password screen (at 

FIG. 28). This screen is where a user enters the information 
that proves his/her identity. The user must now enter his/her 
login and password to identifY themselves. 

After the user has been identified by the controller the 
60 Channel List screen appears (at FIG. 29). The names of chan

nels and their associated properties are shown on this screen. 
By using the arrow keys and highlighting the desired channel, 
ME may enter any publicly joinable group. Currently, there is 

Now DMARKS selects the "Toggle All Posting" option in 
the Maintenance pull-downmenu (at FIG.19). This will turn 
off the channel property "posting," (or sending communica
tions to the channel without moderator approval) which will 65 

be indicated by the removal of the letter "P" from next to the 
name TESTCHANNEL (at FIG. 20). 

only one group TESTCHANNEL, which ME will join. 
Now the screen for the channel TESTCHANNEL appears 

(at FIG. 29). The screen is split into four regions. The bottom 
left region is the response line, where messages users wish to 



Facebook's Exhibit No. 1001 
Page 35

US 8,694,657 B 1 
11 

enter appear. The upper left region is the transcript area where 
the communications of the group's channel appear as they 
occur. The upper right region is the Member List region, 
where a continuously updated list of members' names appear, 
with their attributes. 

A message appears in the transcript area. The controller has 
forwarded a message to the group from DMARKS, "hello 
there" (at FIG. 31), which is seen by all members of the group, 
including ME. Now ME will respond, by entering "hi there" 
into the response area. 

When ME is finished entering his response, the participator 
software forwards the response to the controller, which sends 
it to the members of the channel. In the transcript area, the 
participator software notifies the user that it has received a 
private message from DMARKS, which is waiting inside the 
private message screen. To see the private message, ME 
presses the private message screen hot key. 

12 
POWERQUALITY JOHNMUNG: question: please com
ment on frequency of complaints involving spikes, sags or 
harmonics 
POWERQUALITY WARD: Problems caused by sags is the 

5 main complaint. 
POWER QUALITY BRIAN: What subject does anyone want 
to see the next chat 
POWERQUALITY WARD: Surges is probably next; har
monics really don't cause that many problems, although they 

10 are certainly there. 
POWERQUALITY ANDYV: what is the solution ward? 
POWER QUALITY TKEY: Agree they are the most frequent 
(sags) and the panel session on the cost of voltage sags at PES 
drew 110 people 

15 POWERQUALITY SAM: harmonics tend to be an interior 
problem within a facility, rather than on the distribution sys-
tern 

A private message screen appears (at FIG. 32), and the 
private message from DMARKS is at the bottom of the tran
script area. Now to reply, ME types his response into the 20 

POWER QUALITY WARD: The best solution is making the 
equipment less susceptible to sags. This requires working 
with the manufacturers. 

response area. 
Now ME will return to the screen for the channel 

TES TCHANNEL. The member list area has changed because 
DMARKS has revoked ME's moderator permission. ME is 
no longer permitted to see the permissions of other users, so 
this information has been removed from his display (at FIG. 
33). The only information he can see now is who is moderator 
(at FIG. 34). A"*" next to the identifier of a member of the 
group indicates the member is a moderator of the group. ME 
is no longer a moderator, and therefore a"*" does not appear 
the identifier ME. 

To further exemplify the use of the present invention, the 
following is a transcript of communications produced in 
accordance herewith. 
POWER QUALITY JOHNMUNG: nuclear about meaning of 
"first contingency" 
POWER QUALITY SAM: mike, that is correct on IEEE 519 
POWERQUALITY SKLEIN: In assessing network security 
(against outage) the first contingencies are tested to see how 
the power system should be reconfigured to avoid getting a 
second contingency and cascading into an outage. 
POWER QUALITY MSTEARS: These outages point out the 
need for reliability as part of the overall customer picture of 
PQ 
POWERQUALITY BRIAN: Hi Jennifer, hit crt-p for private 
message 
POWER QUALITY SKLEIN: In simpler terms, a single point 
failure shouldn't crash the system. 

POWER QUALITY ANDYV: won't that cost more 
POWERQUALITY MSTEARS: The complaint of surges 
covers many things in the customers eyes sags have become a 
real problem because they are harder to resolve 

25 POWER QUALITY GRAVELY: John-The latest EPRI 
results confirms the 90+% of the time SGS are the problem 
and short term ones. 
POWER QUALITY WINDSONG: What is the topic for the 
25?? 

30 POWER QUALITY WARD: Each problem can be dealt with 
as it occurs, but the time involved gets very expensive. 
POWERQUALITY JOHNMUNG: making equipment less 
susceptible causes legal problems for manufacturers-as 
each improvement can be cited by compinant as example of 

35 malfeasance 
POWERQUALITY WARD: AndyV: The cost to the manu
facturer increases. The overall cost to everyone involved 
decreases. 
POWER QUALITY TKEY: customer pays any way you cut it, 

40 if the eqpt is more immune customers pay only once instead 
of every time the process fails 
POWERQUALITY BRIAN: The topic is regarding Power 
Quality 
POWER QUALITY BRIAN: This chat is available for every-

45 one 24 hours a day 
POWERQUALITY ANDYV: ddorr>>will the manufacturer 
spend more to produce a better product 

POWERQUALITY SKLEIN: Are we all chatted out? 
POWERQUALITY ANDYV: brian, johmnung has been 50 

banned!!! why? 

POWER QUALITY WARD: And as Tom says, the cost to the 
customer is far less. 
POWER QUALITY BRIAN: This chat will be functioning 24 
hrs/day 

POWERQUALITY BRIAN: no way, new subject 
POWERQUALITY BRIAN: just a sec, andy 
POWERQUALITY BRIAN: No banning on this channel, 
John is back on 
POWER QUALITY TKEY: ieee 519 limits the harmonic cur
rent a customer can inject back into the pee and limit the vthd 
the utility provides at the PCC 
POWERQUALITY JOHNMUNG: thanks guys, for unban
ning me-i've been thrown out of better places than this! 
POWERQUALITY BRIAN: New subject ... now ... 
POWER QUALITY BRIAN: good one john ... :) 
POWERQUALITY MSTEARS: For critical facilities dual 
feeds or other backup capability need to be economically 
evaluated to keep the facility in operation 
POWERQUALITY SAM: John, I remember that club very 
well 

POWERQUALITY BRIAN: please usae it 
POWERQUALITY BRIAN: The next panel discussion is 
Nov 15th 

55 POWERQUALITY WARD: Andy, that's where standards 
comem. 
POWERQUALITY SKLEIN: Is the customer capable of 
resolving the fingerpointing among the manufacturers and 
utilities? 

60 POWERQUALITY DDORR: andy, only if the end users 
create a market for pq compatible eqpt by demanding better 
products 
POWERQUALITY MSTEARS: The manufacturers prob
lems in including fixes is being competative with some who 

65 doesn't provide the fix 
POWERQUALITY ANDYV: how will we educate the gen
eral consumer? 
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POWER QUALITY BRIAN: THE CHAT CHANNEL WILL 
BE OPEN 24/HRS/DAY 7 DAYS A WEEK 
POWERQUALITY TKEY: I must sign out for about 5 min
utes but I'll be back 

POWER QUALITY GRAVELY: Is it possible to have a basic 
theme topic or some core questions for 15 Nov chat? 
POWERQUALITY WARD: Stan, the customer cannot be 
expected to resolve the fingerpointing. The manufacturers 
and utilities need to work together. 5 POWERQUALITY BRIAN: OK TOM 
POWERQUALITY ANDYV: about power quality and reli
ability? 

POWERQUALITY MSTEARS: PQ for facilities need to be 
done with a system perspective to to get the right resolution 
POWERQUALITY BBOYER: Andy's question is still rel
evant-how do stop a facility from downgrading utility ser-

POWER QUALITY SKLEIN: If electric power is going to be 
treated as a fungible commodity, there has to be a definition. 
Like, everyone knows what number 2 heating oil is. 
POWER QUALITY SAM: Ideally a manufacturer would not 
be able to compete if they don't add the protective function in 
their products, but alot more public education is required 
before we get to this point. 

10 vice to other customers? 

POWERQUALITY WARD: Andy, there are many ways to 15 

educate the customers, but they require a lot of contact 
between the utility and the customers. The Western Resources 
Power Technology Center in Wichita is doing it, just as an 
example. 

POWERQUALITY BRIAN: MIKE»LETS SWITCH 
BACK TO RETAIL WHEELING POWERQUALITY 
WARD: You work with that customer to do whatever is 
needed to correct their disturbances. 
POWER QUALITY BBOYER: Be more specific 
POWERQUALITY MSTEARS: Interaction between facil
ites can be evaluated and designed for 
POWERQUALITY JOHNMUNG: as a key to hardening it 
helps to identify the most sensitive circuits, i.e. microproces
sor logic, test for vulnerability under common surges, sags, 
rfi, and then notify users that their equipment contains these 
subsystems-for a start 
POWERQUALITY BRIAN: hi DOUG 
POWERQUALITY GRAVELY: Brian: Are you saving this 

POWERQUALITY DDORR: standard power vs premium 20 

power is one solution as is std qpt vs Pq compatible eqpt 
POWER QUALITY SKLEIN: I want to buy number 2 electric 
power and to be able to check the nameplates of my appli
ances to be sure they can take it. Just like I buy regular 
gasoline. 25 session as a file? Can we get a list of chat session participants? 
POWER QUALITY MSTEARS: Sam-I agree, that is partly 
the utilities responsibilitysince we serve the customers 
POWER QUALITY BBOYER: What differentiates number 2 
from number 1? 
POWER QUALITY SKLEIN: I used the analogy of number 2 30 

heating oil. I don't know what number 1 heating oil is. 
POWER QUALITY DDORR: Number two has cap switching 
and all the normal utility operational events while number one 
is much better 
POWERQUALITY SKLEIN: Perhaps we can just say regu- 35 

lar vs high test. 
POWER QUALITY SAM: mike, yes a joint effort between 
the utility, manufacturer and standards jurisdictions is a goal 
for utilicorp as we move forward with offering from our 
strategic marketing partners, and bring PQ technologies to the 40 

public 
POWERQUALITY TKEY: We are finding that many mfgrs 
want to produce pq compatible equipment, but they have no 
clue as to what to test for 
POWERQUALITY ANDYV: Tom>>will the IEC standards 45 

help? 
POWER QUALITY TKEY: Its up to the utility to help define 
normal events IEC will take time 
POWERQUALITY SKLEIN: You can't have a commodity 
product with all the variation in specifications we have been 50 

discussing. It has to be regular, premium, and super premium 
or it won't work. 
POWERQUALITY JOHNMUNG: Tom as a former manu
facturer i sympathize-your work at PEAC is invaluable but 
anecdotal knowledge from utility people on the firing line is 55 

equally important 
POWERQUALITYTKEY: Super premium, does that mean a 
UPS? 

POWERQUALITY BRIAN: s, we may 
POWER QUALITY DMARKS: gravely: hit TAB and use the 
arrow keys to page through the list of participants 
POWERQUALITY SKLEIN: Will the session be available 
for downloading? 
POWER QUALITY BRIAN: yes, Mike we will publish in PQ 
Magazine 
POWER QUALITY WARD: Part of the agreement for high 
quality power should be that the customer receiving the power 
will not disturb the utility system. 
POWER QUALITY BRIAN: if john let's us ... 
POWERQUALITY GRAVELY: I tried that, however, net
cruiser has a software problem and I caunot see all of the 
names. 
POWER QUALITY SAM: most utilities rules and regulations 
already require that a customer not put anything back out on 
the utility system 
POWERQUALITY BRIAN: MIKE G.»WE WILL PUB
LISH THIS IN PQ MAG NEXT MONTH IF ASNDY LETS 
us 
POWERQUALITY BRIAN: HOW ABOUT IT ANDY? 
POWERQUALITY ANDYV: ok 
POWERQUALITY BRIAN: COOL 
POWER QUALITY WARD: Standards will have to be set for 
what constitutes a disturbance, and then the utility should 
work with customers, install filters, etc., to be sure they stay 
within the rules. 
POWER QUALITY BRIAN: THANKS ANDY 
POWER QUALITY ANDYV: a meeting review or a summary 
of events 
POWERQUALITY GRAVELY: It would be good to take a 
few minutes to recommend how the 15 Nov session could be 
more effective. 
POWERQUALITY BRIAN: A SYNAPSE OF THIS CHAT POWER QUALITY ANDYV: how do you stop a facility from 

affecting you super-premium power? 
POWER QUALITY TKEY: John, Good Point 
POWERQUALITY SAM: Tkey, a ups, local generation or 
redundant service 

60 WILL BE IN NEXT MONTHS PQ MAG 
POWER QUALITY WINDSONG: 

POWER QUALITY SKLEIN: This is what I meant earlier by 
electricity being a non-virtualizable service. You can't make 
each customer see the power system as though they had their 
own dedicated generating plant. 

POWERQUALITY SKLEIN: I don't get PQ mag. Will it be 
on the Net? 
POWERQUALITY BRIAN: STAN SIGN UP FOR IT ON 

65 OUR HOME PAGE 
POWER QUALITY DOUGC: the transcript of this confer
ence will be available on the EnergyOne pages. 
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POWER QUALITY BRIAN: YOU CAN SIGN UP ON LINE 
POWERQUALITY BRIAN: HTTP://WWW.UTILICORP. 
COM 
POWERQUALITY WINDSONG: Good comment Gravely 
Comments from the users would be greatly appreciated!! 
POWERQUALITY SAM: PQ magazine is available online 
on the UCU internet bulletin board, http://www. utili corp .com 
POWER QUALITY ANDYV: or link from powerquality.com 
POWER QUALITY BRIAN: YOU CAN GET A FREE MAG 
SUBSCRIPTION FROM UTILICORP'S HOME PAGE 
POWERQUALITY SKLEIN: Thanks 
POWERQUALITY BRIAN: ALSO, THERE IS A PQ 
FORUM ON OUR HOME PAGE 
POWERQUALITY JOHNMUNG: for nov 15 shall we pick 
five key topics? suggest health care, energy storage rfi/emc as 
a few topics-also new gas turbine 25 kw generator just 
announce today-just some suggestions 
POWERQUALITY BRIAN: GOOD SUGGESTION JOHN 
POWERQUALITY ANDYV: lets develop an outline of top
ics for next time. 
POWERQUALITY BRIAN: OK 
POWERQUALITY GRAVELY: One suggestion for 15 
Nov-Have participants place a list of desired topics on your 
other chat box and prioritize by interest level. 
POWERQUALITY SKLEIN: How about deregulation and 
retail wheeling. 
POWERQUALITY BRIAN: COMMENTS SHOULD BE 
SENT TO ME BY EMAIL POWERQUALITY BRIAN: 
BSPENCER@UTILICORP.COM POWERQUALITY 
BRIAN: 15 minutes remaining 
POWERQUALITY ANDYZYREK: Let's discuss the new 
standard IEEE 1159. 
POWERQUALITY ANDYV: may be we could generate an 
online questionaire to see what people are needing discussed. 
POWERQUALITY BRIAN: but the chat is available for 24 
hrs/day 7 days a week 
POWER QUALITY ANDYV: what does IEEE1159 address? 
POWER QUALITY BRIAN: Please send all suggestion to me 
for our next chat 
POWER QUALITY BRIAN: Bobbin is not banned now 
POWERQUALITY BRIAN: my fault 
POWERQUALITY ANDYZYREK: New PQ measuring 
techniques. We have not received our issue yet. 
POWER QUALITY ANDYV: You should have it my now. 
POWERQUALITY BRIAN: Bobbin is not banned anymore 
POWERQUALITY ANDYV: you can e-mail me or john at: 
editors@powerquality.com 
POWERQUALITY BRIAN: is two hours right fdo rhtis fea
ture 
POWERQUALITY JOHNMUNG: do i understand that 
many programmable logic controllers can be hardened by 
addition of simple CVT like a sola? 
POWER QUALITY ANDYZYREK: Yes, but it is being deliv
ered by snail mail. 
POWER QUALITY ANDYV: no 2nd class 
POWERQUALITY BRIAN: 15 minutes to go 
POWER QUALITY ANDYV: Please e-mail me you complete 
name and addess and I will mail you one today 1st class ... 
now is that serice or what? 
POWERQUALITY BRIAN: Is two hours long enough for 
tthis chat? 
POWER QUALITY TKEY: Im back 
POWER QUALITY WARD: Brian, I think two hours is about 
right. 
POWERQUALITY BRIAN: hi tom 
POWERQUALITY BRIAN: good ... 
POWERQUALITY ANDYV: yes I agree 2 hrs 

16 
POWERQUALITY BRIAN: anyone else 
POWER QUALITY ANDYV: it the time of day correct? 
POWERQUALITY BRIAN: questions now ... 
POWER QUALITY SKLEIN: The topic foremost in my mind 

5 right now is what to eat for lunch. I enjoyed the discussion, 
which I understand has been historic in some sense. But I 
think I will sign off now and go eat. 
POWER QUALITY SAM: 2 hours seems to work very well 
POWER QUALITY DANIELH: time of day is good 

10 POWERQUALITY BILLMANN: 2 hrs is fine 
POWERQUALITY MSTEARS: Two hours work well, the 
middle of the day allows east and west coast to be involved 
POWER QUALITY BRIAN: good, Will everyone be back for 
the next chat 

15 POWERQUALITY GRAVELY: Brian, I will forward my 
recommendations on email, thanks. 
POWERQUALITY BILLMANN: yes i'll be back 
POWERQUALITY ANDYZYREK: Brian, would it be pos
sible to have a fornn1 published on your home page prior to 

20 Nov 15. 
POWERQUALITY BRIAN: I would like to do another chat 
before Nov 15th, any thoughts 
POWER QUALITY ANDY: U bet 
POWER QUALITY SAM: I believe that this chat may set an 

25 attendance record for most participants during a first session 
POWER QUALITY JOHNMUNG: a parting thought-"har
monics make the music rich, they make the tone insprinng
harmonics in your power line WILL BLOW THE BUILD
INGS WIRING" tiM MUNGENAST 

30 POWER QUALITY BRIAN: Your're all invited to return 
POWERQUALITY BRIAN: the next chat 
POWERQUALITY BRIAN: This chat feature will help set 
standards of how we view our industry 
POWER QUALITY WARD: For me this was two hours very 

35 well spent, and it was quite enjoyable. 
POWERQUALITY BRIAN: Tell a colleague about our chat 
Nov 15th 
POWERQUALITY BRIAN: Thanks Ward 
POWERQUALITY BRIAN: I would like to do this on a 

40 weekly basis, any thoughts yet 
POWERQUALITY GRAVELY: John: talk it up in Ger
many!! 
POWERQUALITY ANDY: I would like to thank utilicorp 
and everyone envolved. 

45 POWER QUALITY BRIAN: Thanks Andy for your help 
POWERQUALITY WARD: Did this notice go out to the 
Power Globe mailing list? 
POWER QUALITY BRIAN: No, but could help us Ward with 
that 

50 POWERQUALITY BRIAN: Lets all get the word out about 
this chat 
POWERQUALITYWARD: I'm on the list and will be glad to 
forward anything you wish to it. 
POWER QUALITY BRIAN: Please use it whenver you wish, 

55 even schedule your own chats whenver 
POWERQUALITY JOHNMUNG: MANY THANKS TO 
uTILICORP AND ALL INVOLVED-FROM AN OLD 
STEAM BOATER :-) 
POWERQUALITY BRIAN: thanks ward 

60 POWERQUALITY BRIAN: Hi duane 
POWERQUALITY BRIAN: This chat is offically over, but 
do stick aronnd for fair more chatting 
POWERQUALITY BRIAN: Thanks to all, cya on Nov 15th 
POWERQUALITY MSTEARS: Ward, Tom, and John I 

65 appreciate your participation 
POWERQUALITY BRIAN: Thanks Guys and 
Ladies!!!!!!!!!!! 
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POWERQUALITY SWPPD: WHAT IS HAPPENING ON 
NOV. 15 
POWERQUALITY BRIAN: our next chat with a panel of 
experts 
POWERQUALITY BRIAN: topic yet to be decided 
POWERQUALITY DPSWOBO: Hi Brian, Sorry I was on 
the phone and could not respond right away. Did I get the time 
incorrectly for the chat? 
POWERQUALITY BRIAN: please send us a suggestions 
POWERQUALITY ANDY: good bye;-) 
POWERQUALITY BRIAN: Yeah, but stick around to chat 
with some friends 
POWER QUALITY BRIAN: We had a total of 50 people and 
avg of 20 people at one time 
POWER QUALITY BRIAN: Thanks everyone!!! Lunch 
Time 
POWERQUALITYBRIAN: Next Chat Nov 15th at 10-12 ct 
POWER QUALITY BRIAN: But this chat line is available 24 
hrs/day/7 days a week 
POWERQUALITY BRIAN: Please use it whenever 
POWERQUALITY GRAVELY: Thanks to the panel and 
Utili corp for the session! 
POWERQUALITY BRIAN: Talk to your collegues and 
friends about any particular topic 
POWERQUALITY BRIAN: Come see our home page for 
new topics and chats 
POWERQUALITY BRIAN: http://www.utilicorp.com 
POWERQUALITY BRIAN: Thanks Power Quality Assur
ance Magazine and All our panel members 
POWERQUALITY BRIAN: :) 
POWERQUALITY SWPPD: MISSED THIS SESSION. 
ICAN WE GET HARD COPY INFO? 
POWERQUALITY BRIAN: yes swwp, it will be published 
in pq mag and our home page 
POWERQUALITY BRIAN: catch our next session on nov 
15th 
POWERQUALITY BRIAN: 10-12 ct 
POWER QUALITY SWPPD: THANKS A BUNCH!! 
POWERQUALITY SWPPD: GOOD BYE! 
POWERQUALITY BRIAN: no prob 
POWERQUALITY BRIAN: cya 
POWERQUALITY DESWETT: 
POWERQUALITY TKEY: Good session brian, ddorr and I 
will be signing off now, look forward to the next session 
POWERQUALITY DPSWOBO: Thanks for the info on the 
next session, we will get on next time 
POWER QUALITY DMARKS: I hope everyone enjoyed this 
sesswn. 

18 
POWERQUALITY BRIAN: next chat on Nov 15th 
POWERQUALITY BRIAN: 10-12 ct 
POWER QUALITY BRIAN: any suggestion on topics please 
contact me by email 

5 POWERQUALITY BRIAN: bspencer@utilicorp.corn 
POWERQUALITY BRIAN: hi chuck 
POWERQUALITY BRIAN: hi randy 
POWERQUALITY CPREECS: hello brian 
POWERQUALITY BRIAN: How are you chuck 

10 POWERQUALITY CPREECS: how has the participation 
been? 
POWERQUALITY BRIAN: I am sorry you missed the offi
cal chat, but do come back at any time for some chatting 
POWERQUALITY BRIAN: great 20 people avg. 50 total 

15 people 
POWER QUALITY CPREECS: ? yes, i got some conflicting 
info 
POWERQUALITY BRIAN: transcripts will be in PQ mag 
next month and on utilicorp's home page 

20 POWERQUALITY CPREECS: what were the topics dis
cussed? 
POWERQUALITY BRIAN: how is that chuck 
POWER QUALITY BRIAN: power quality, standards, 
POWERQUALITY BRIAN: retail wheeling 

25 POWERQUALITY BRIAN: cya, lunch time 
POWERQUALITY CPREECS: later 
POWERQUALITY BRIAN: bye all 
POWERQUALITY BRIAN: email me chuck 
POWERQUALITY RB: sorry I missed it. I got 12-2 est off 

30 the net. bye. 
POWERQUALITY BRIAN: sorry RB 
POWERQUALITY BRIAN: miss information 
POWERQUALITY BRIAN: next chat is 10-12 
POWERQUALITY BRIAN: ct 

35 POWERQUALITY BRIAN: nov 15th 
POWERQUALITY BRIAN: bye 
POWERQUALITY RB: thanks 
POWERQUALITY BRIAN: no prob, tell all 
POWER QUALITY ANDY: Is anyone still here talking about 

40 power quality? 
POWERQUALITY DAVE: Just signed on that is what I was 
trying to find out 
POWERQUALITY ANDY: the PQ chat was running from 
11:00-1:00 est 

45 POWERQUALITY ANDY: Were you involved then? 
POWERQUALITY DAVE: No I just got a chance to sign on 
now 

POWERQUALITY MSTEARS: I am logging offThanks 
POWER QUALITY SAM: This is Tony and I am watching the 50 

action ... we made history. Great work guys. 
POWERQUALITY BRIAN: Lunch time 

POWERQUALITY ANDY: there were some great discus
Sions. 
POWER QUALITY ANDY: The transcripts will be available 
to down load at utilicorp.com Brian Spencer says. 
POWER QUALITY ANDY: What is your experience in PQ 
POWERQUALITY DAVE: That is what I was looking for, 
are they available to down load now, I work in a data center 
and have worked with UPS systems for about 12 years 
POWERQUALITY DAVE: I did field service for Exide 

POWERQUALITY BRIAN: Next chat is nov 15th 
POWERQUALITY BRIAN: 10-12 ct 
POWER QUALITY BRIAN: please continuie to look at utili- 55 

corp's hp 
POWERQUALITY BRIAN: for more info 
POWER QUALITY BRIAN: email if you have any questions 
regarding the chat 
POWERQUALITY BRIAN: bspencer@utilicorp.com 
POWERQUALITY BRIAN: later 
SUPPORT BRIAN: hi guys 
SUPPORT BRIAN: success 
SUPPORT 
yess!!! !! !! !! !! !! !!! !! !! !! !! !!! !! !! !! !! !! !!! !! !! !! !! !! !!! !! !! 
SUPPORT BRIAN: thanks for the help 
SUPPORT BRIAN: cya 

BRIAN: 

POWER QUALITY ANDY: Brian just went to Lunch inKS I 
donlt know when it will availalbe. 
POWER QUALITY DAVE: Thanks for the Info on the down-

60 loads, I hope they do this again 
POWERQUALITY ANDY: so do I. 
POWERQUALITY DAVE: What is your experience on PQ 
POWER QUALITY ANDY: I am the editor or Power quality 
mag. 

65 POWER QUALITY DAVE: Good mag., I pick up alot in it 
POWERQUALITY ANDY: do your receive power quality 
assurance magazine? 
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POWER QUALITY ANDY: great glad to hear it. 
POWER QUALITY DAVE: We get it at work but I have asked 
to have it sent to my home 

20 
POWERQUALITY ANDY: yes 
POWERQUALITY DAVE: thanks 
POWERQUALITY ANDY::-) 
POWER QUALITY MSTONEHAM: POWER QUALITY ANDY: did you get the latest issue witht 

the lighting on the cover? 5 POWERQUALITY MSTONEHAM: Is anyone else hear? 
POWERQUALITY DAVE: Not yet, have seen it on line 
though 
POWERQUALITY ANDY: great. 

There doesn't seem to be much traffic. 
POWER QUALITY MSTONEHAM: 
POWERQUALITY CILCOJRG: Hello-is the conference 
over? POWERQUALITY ANDY: any suggestion for editorial? 

POWERQUALITY DAVE: 
POWERQUALITY DAVE: no it is good 
POWERQUALITY ANDY: ok. 

10 POWERQUALITY CILCOJRG: 

POWERQUALITY ANDY: I am currently editing an article 
about VRLA battery charging. 
POWER QUALITY DAVE: I am working on a resonant prob- 15 

!em with Utility and was looking for info 
POWERQUALITY ANDY: explain 
POWERQUALITY ANDY: by the way my e-mail is 
andy@powerquality.com 
POWERQUALITY DAVE: we are running a lot of 5th har. 20 

across our system in a large data center 
POWERQUALITY ANDY: I see 
POWERQUALITY ANDY: I will try to address this in an 
upcomming issue. may be march/april or even sooner. 
POWER QUALITY DAVE: we have 4800 kw of UPS cap on 25 

two transformers and we have alot of 5th on our other boards 
POWER QUALITY ANDY: If you are interested in writing up 
a case history including you solutions I would like to review 
it and pass. publish 
POWER QUALITY MSTONEHAM: Is this chat session still 30 

active? 
POWER QUALITY ANDY: YES 
POWERQUALITY ANDY: We can'nt get enough! ! ! 
POWER QUALITY DAVE: when we can get it fixed, It looks 
like we have a problem with input filtering on a couple of 35 

UPS,s 
POWERQUALITY ANDY: input fro the utility or a genera
tor? 
POWERQUALITY DAVE: utility 
POWER QUALITY MSTONEHAM: I understand there was 40 

a chat session earlier today with some guest "chatters". Is 
there an archive of the discussion since I missed it? 
POWERQUALITY DAVE: we have 66 kv to 12 kv then to 
480 v by 4 trans on property 
POWER QUALITY ANDY: What are you leaning towards in 45 

a solution dave 

POWER QUALITY CILCOJRG: hello 
POWERQUALITY BRIAN: yes 
POWER QUALITY BRIAN: the conference was from 10-12 
ct 
POWERQUALITY BRIAN: someone gave out the wrong 
information 
POWERQUALITY BRIAN: hello cilco 
POWERQUALITY BRIAN: anyone still there 
SUPPORT BRIAN: hi all 
SUPPORT BRIAN: anyone there 
POWERQUALITY BRIAN: jenny>>are you there 
POWER QUALITY CJBOUTCHER: is anyone here a utility 
employee? 
POWERQUALITY BRIAN: Hi chris 
POWERQUALITY BRIAN: how are you? 
POWERQUALITY CJBOUTCHER: hi brian it is quiet in 
here 
POWERQUALITY BRIAN: the conference was at 10:00 ct 
POWER QUALITY CJBOUTCHER: ah I see 
POWER QUALITY CJBOUTCHER: when is the next one? 
POWERQUALITY BRIAN: nov 15th 
POWERQUALITY BRIAN: 10-12 
POWERQUALITY BRIAN: ct 
POWERQUALITY CJBOUTCHER: is the channel open at 
other times? 
POWERQUALITY BRIAN: yes 24 hours a dfay 
POWERQUALITY CJBOUTCHER: but not much discus
sion? 
POWERQUALITY BRIAN: not right now, 
POWERQUALITY BRIAN: cya 
POWER QUALITY CJBOUTCHER: bye 
POWER QUALITY BRIAN: hi jenny 
POWERQUALITY JOSH: hello? 
POWERQUALITY BRIAN: hi dan 
POWERQUALITY BRIAN: hi dan 
POWERQUALITY BRIAN: are you awake yet? 
POWER QUALITY BRIAN: just giving present this a.m. 
POWERQUALITY BRIAN: :) 

POWERQUALITY ANDY: MTONEHAM>>yes but I don't 
know when. contact BSPENCER@utilicorp.com 
POWERQUALITY DAVE: the computer seem to have no 
problem, but we have alot of motor heating/bad PF 
POWERQUALITY MSTONEHAM: Thanks! 

50 POWERQUALITY BRIAN: who is guest96 
POWERQUALITY GUEST96: test 

POWER QUALITY DAVE: we currently are working with a 
consulant but I am looking for more info 
POWERQUALITY ANDY: will capacitors solve your pto
blem 
POWERQUALITY ANDY: 
POWER QUALITY ANDY: there also is a forum under utili
corp.com where you can post you questions. 
POWERQUALITY DAVE: Each 600 kw UPS has Input fil
tering/may need trap for 5th 
POWERQUALITY ANDY: or you can access it form pow
erquality.com 
POWERQUALITY DAVE: thanks 
POWER QUALITY ANDY: Talk to ya later dave 
POWERQUALITY DAVE: is PQ.com your Mag 
POWERQUALITY ANDY: bye 
POWERQUALITY DAVE: bye 

While a particular embodiment of the present invention has 
been disclosed, it is to be understood that various different 
modifications are possible and are within the true spirit of the 

55 invention, the scope of which is to be determined with refer
ence to the claims set forth below. There is no intention, 
therefore, to limit the invention to the exact disclosure pre
sented herein as a teaching of one embodiment of the inven
tion. 

60 

I claim: 
1. A method of communicating via an Internet network by 

using a computer system including a controller computer and 
a database which serves as a repository of tokens for other 

65 programs to access, thereby affording information to each of 
a plurality of participator computers which are otherwise 
independent of each other, the method including: 
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affording some of the information to a first of the partici
pator computers via the Internet network, responsive to 
an authenticated first user identity; and 

affording some of the information to a second of the par
ticipator computers via the Internet network, responsive 
to an authenticated second user identity; and 

determining whether the first user identity and the second 
user identity are able to form a group to send and to 
receive real-time communications; and 

determining whether the first user identity is individually 10 

censored from receiving data in the communications, the 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia by determining whether a 
respective at least one parameter corresponding to the 

15 
first user identity has been determined by an other of the 
user identities; 

if the user identities are able to form the group, forming the 
group and facilitating receiving the communications 
that are sent and not censored from the second partici- 20 

pator computer to the first participator computer, 
wherein the receiving is in real time and via the Internet 
network, and wherein, for the communications which 
are received and which present an Internet URL, facili
tating handling the Internet URL via the computer sys- 25 

tern so as to find content specified by the Internet URL 
and presenting the content at an output device of the first 
participator computer, and 

if the first user identity is censored from the receiving of the 
data, not allowing the data that is censored to be pre- 30 

sented from the second participator computer to the 
output device. 

2. The method of claim 1, wherein the determining whether 
the first user identity is censored includes determining that the 
first user identity is censored from the data presenting the 35 

pointer. 

22 
7. The method of claim 2, further including determining 

whether at least one of the communications is censored based 
on content. 

8. The method of claim 7, further including determining a 
user age corresponding to each of the user identities. 

9. The method of claim 8, wherein each said user identity is 
associated with a respective particular user's stored access 
rights, which determine whether the corresponding said user 
identity is censored from receiving, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

10. The method of claim 7, wherein each said user identity 
is associated with a respective particular user's stored access 
rights, which determine whether the corresponding said user 
identity is censored from receiving, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

11. The method of claim 2, wherein the determining 
whether the first user identity is censored includes determin
ing whether a parameter corresponding to the first user iden
tity has been determined by an other of the user identities. 

12. The method of claim 11, wherein each said user identity 
is associated with a respective particular user's stored access 
rights, which determine whether the corresponding said user 
identity is censored from receiving, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

13. The method of claim 2, wherein the determining 
whether the first user identity and the second user identity are 
able to form a group includes determining from access rights 
stored by user in the database that neither of the user identities 
is censored. 

14. The method of claim 13, wherein each said user identity 
is associated with a respective particular user's stored access 
rights, which determine whether the corresponding said user 
identity is censored from receiving, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

3. The method of claim 2, wherein the computer system 
provides access via any of two client software alternatives, 
wherein both of the client software alternatives allow respec
tive user identities to be recognized and allow at least some of 
the participator computers to form at least one group in which 
members can send communications and receive communica
tions. 

15. The method of claim 2, further including determining a 
40 user age corresponding to each of the user identities. 

4. The method of claim 3, wherein each said user identity is 
associated with a respective particular user's stored access 
rights, which determine whether the corresponding said user 
identity is censored from receiving, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

5. The method of claim 2, further including: 
determining whether the first user identity is censored from 

sending in the communications data presenting at least 
one of a pointer, video, a graphic, and multimedia; 

facilitating sending the communications that are not cen
sored from the sending, from the first participator com
puter to the second participator computer, wherein the 
sending is in real time and via the Internet network; and 

if the first user identity is censored from the sending, not 
allowing the data that is censored to be sent from the first 
participator computer to the second participator com
puter. 

16. The method of claim 15, wherein each said user identity 
is associated with a respective particular user's stored access 
rights, which determine whether the corresponding said user 
identity is censored from receiving, in the communications, 

45 data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

17. The method of claim 2, wherein each said user identity 
is associated with a respective particular user's stored access 
rights, which determine whether the corresponding said user 

so identity is censored from receiving, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

18. The method of claim 1, wherein the determining 
whether the first user identity is censored includes determin-

55 ing that the first user identity is censored from the data pre
senting the video. 

19. The method of claim 18, wherein the computer system 
provides access via any of two client software alternatives, 
wherein both of the client software alternatives allow respec-

60 tive user identities to be recognized and allow at least some of 
the participator computers to form at least one group in which 
members can send communications and receive communica
tions. 

6. The method of claim 5, wherein each said user identity is 
associated with a respective particular user's stored access 
rights, which determine whether the corresponding said user 
identity is censored from receiving, in the communications, 65 

data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

20. The method of claim 18, further including: 
determining whether the first user identity is censored from 

sending in the communications data presenting at least 
one of a pointer, video, a graphic, and multimedia; 
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facilitating sending the connnunications that are not cen
sored from the sending, from the first participator com
puter to the second participator computer, wherein the 
sending is in real time and via the Internet network; and 

if the first user identity is censored from the sending, not 
allowing the data that is censored to be sent from the first 
participator computer to the second participator com
puter. 

24 
34. The method of claim 27, further including determining 

a user age corresponding to each of the user identities. 
35. The method of claim 1, wherein the determining 

whether the first user identity is censored includes determin
ing that the first user identity is censored from the data pre
senting the graphic. 

36. The method of claim 35, wherein the computer system 
provides access via any of two client software alternatives, 
wherein both of the client software alternatives allow respec-21. The method of claim 18, further including determining 

whether at least one of the connnunications is censored based 
on content. 

22. The method of claim 21, further including determining 
a user age corresponding to each of the user identities. 

10 tive user identities to be recognized and allow at least some of 
the participator computers to form at least one group in which 
members can send connnunications and receive communica
tions. 

23. The method of claim 18, wherein the determining 
whether the first user identity is censored includes determin- 15 

ing whether a parameter corresponding to the first user iden
tity has been determined by an other of the user identities. 

24. The method of claim 23, wherein each said user identity 
is associated with a respective particular user's stored access 
rights, which determine whether the corresponding said user 20 

identity is censored from receiving, in the connnunications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

25. The method of claim 18, wherein the determining 
whether the first user identity and the second user identity are 25 

able to form a group includes determining from access rights 
stored by user in the database that neither of the user identities 
is censored. 

37. The method of claim 35, further including: 
determining whether the first user identity is censored from 

sending in the connnunications data presenting at least 
one of a pointer, video, a graphic, and multimedia; 

facilitating sending the connnunications that are not cen
sored from the sending, from the first participator com
puter to the second participator computer, wherein the 
sending is in real time and via the Internet network; and 

if the first user identity is censored from the sending, not 
allowing the data that is censored to be sent from the first 
participator computer to the second participator com
puter. 

38. The method of claim 35, further including determining 
whether at least one of the connnunications is censored based 
on content. 

26. The method of claim 18, further including determining 
a user age corresponding to each of the user identities. 

39. The method of claim 38, further including determining 
30 a user age corresponding to each of the user identities. 

27. The method of claim 1, wherein the determining 
whether the first user identity is censored includes determin
ing that the first user identity is censored from the data pre
senting the audio. 

28. The method of claim 27, wherein the computer system 35 

provides access via any of two client software alternatives, 
wherein both of the client software alternatives allow respec
tive user identities to be recognized and allow at least some of 
the participator computers to form at least one group in which 
members can send connnunications and receive connnunica- 40 

tions. 

40. The method of claim 35, wherein the determining 
whether the first user identity is censored includes determin
ing whether a parameter corresponding to the first user iden
tity has been determined by an other of the user identities. 

41. The method of claim 35, wherein the determining 
whether the first user identity and the second user identity are 
able to form a group includes determining from access rights 
stored by user in the database that neither of the user identities 
is censored. 

42. The method of claim 35, further including determining 
a user age corresponding to each of the user identities. 

29. The method of claim 27, further including: 
determining whether the first user identity is censored from 

sending in the connnunications data presenting at least 
one of a pointer, video, a graphic, and multimedia; 

43. The method of claim 1, wherein the determining 
whether the first user identity is censored includes determin
ing that the first user identity is censored from the data pre-

45 senting the multimedia. 
facilitating sending the connnunications that are not cen

sored from the sending, from the first participator com
puter to the second participator computer, wherein the 
sending is in real time and via the Internet network; and 

if the first user identity is censored from the sending, not 50 

allowing the data that is censored to be sent from the first 
participator computer to the second participator com
puter. 

30. The method of claim 27, further including determining 
whether at least one of the connnunications is censored based 55 

on content. 
31. The method of claim 30, further including determining 

a user age corresponding to each of the user identities. 
32. The method of claim 27, wherein the determining 

whether the first user identity is censored includes determin- 60 

ing whether a parameter corresponding to the first user iden
tity has been determined by an other of the user identities. 

33. The method of claim 27, wherein the determining 
whether the first user identity and the second user identity are 
able to form a group includes determining from access rights 65 

stored by user in the database that neither of the user identities 
is censored. 

44. The method of claim 43, wherein the computer system 
provides access via any of two client software alternatives, 
wherein both of the client software alternatives allow respec
tive user identities to be recognized and allow at least some of 
the participator computers to form at least one group in which 
members can send connnunications and receive communica-
tions. 

45. The method of claim 43, further including: 
determining whether the first user identity is censored from 

sending in the connnunications data presenting at least 
one of a pointer, video, a graphic, and multimedia; 

facilitating sending the connnunications that are not cen
sored from the sending, from the first participator com
puter to the second participator computer, wherein the 
sending is in real time and via the Internet network; and 

if the first user identity is censored from the sending, not 
allowing the data that is censored to be sent from the first 
participator computer to the second participator com
puter. 

46. The method of claim 43, further including determining 
whether at least one of the connnunications is censored based 
on content. 
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47. The method of claim 46, further including determining 
a user age corresponding to each of the user identities. 

48. The method of claim 43, wherein the determining 
whether the first user identity is censored includes determin
ing whether a parameter corresponding to the first user iden
tity has been determined by an other of the user identities. 

26 
60. The method of claim 51, wherein the determining 

whether the first user identity and the second user identity are 
able to form a group includes determining from access rights 
stored by user in the database that neither of the user identities 
is censored. 

49. The method of claim 43, wherein the determining 
whether the first user identity and the second user identity are 
able to form a group includes determining from access rights 
stored by user in the database that neither of the user identities 
is censored. 

50. The method of claim 43, further including determining 
a user age corresponding to each of the user identities. 

61. The method of claim 60, wherein each said user identity 
is associated with a respective particular user's stored access 
rights, which determine whether the corresponding said user 
identity is censored from receiving, in the communications, 

10 data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

51. The method of claim 1, wherein the determining 
whether the first user identity is censored includes determin- 15 

ing that the first user identity is censored from the data pre
senting the pointer and the video. 

62. The method of claim 51, further including determining 
a user age corresponding to each of the user identities. 

63. The method of claim 62, wherein each said user identity 
is associated with a respective particular user's stored access 
rights, which determine whether the corresponding said user 
identity is censored from receiving, in the communications, 
data presenting at least one of a pointer, video, audio, a 

52. The method of claim 51, wherein the computer system 
provides access via any of two client software alternatives, 
wherein both of the client software alternatives allow respec
tive user identities to be recognized and allow at least some of 
the participator computers to form at least one group in which 
members can send communications and receive communica
tions. 

20 graphic, and multimedia. 
64. The method of claim 51, wherein each said user identity 

is associated with a respective particular user's stored access 
rights, which determine whether the corresponding said user 
identity is censored from receiving, in the communications, 

53. The method of claim 52, wherein each said user identity 
is associated with a respective particular user's stored access 
rights, which determine whether the corresponding said user 
identity is censored from receiving, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

25 data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

65. The method of claim 1, wherein the determining 
whether the first user identity is censored includes determin
ing that the first user identity is censored from the data pre-

30 senting the pointer and the audio. 
54. The method of claim 51, further including: 
determining whether the first user identity is censored from 

sending in the communications data presenting at least 
one of a pointer, video, a graphic, and multimedia; 

66. The method of claim 65, wherein the computer system 
provides access via any of two client software alternatives, 
wherein both of the client software alternatives allow respec
tive user identities to be recognized and allow at least some of 

facilitating sending the communications that are not cen
sored from the sending, from the first participator com
puter to the second participator computer, wherein the 
sending is in real time and via the Internet network; and 

35 the participator computers to form at least one group in which 
members can send communications and receive communica
tions. 

67. The method of claim 66, wherein each said user identity 
is associated with a respective particular user's stored access if the first user identity is censored from the sending, not 

allowing the data that is censored to be sent from the first 
participator computer to the second participator com
puter. 

55. The method of claim 54, wherein each said user identity 

40 rights, which determine whether the corresponding said user 
identity is censored from receiving, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

is associated with a respective particular user's stored access 
rights, which determine whether the corresponding said user 45 

identity is censored from receiving, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

56. The method of claim 51, further including determining 
whether at least one of the communications is censored based 50 

on content. 
57. The method of claim 56, wherein each said user identity 

is associated with a respective particular user's stored access 
rights, which determine whether the corresponding said user 
identity is censored from receiving, in the communications, 55 

data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

68. The method of claim 65, further including: 
determining whether the first user identity is censored from 

sending in the communications data presenting at least 
one of a pointer, video, a graphic, and multimedia; 

facilitating sending the communications that are not cen
sored from the sending, from the first participator com
puter to the second participator computer, wherein the 
sending is in real time and via the Internet network; and 

if the first user identity is censored from the sending, not 
allowing the data that is censored to be sent from the first 
participator computer to the second participator com
puter. 

69. The method of claim 68, wherein each said user identity 
is associated with a respective particular user's stored access 
rights, which determine whether the corresponding said user 
identity is censored from receiving, in the communications, 

58. The method of claim 51, wherein the determining 
whether the first user identity is censored includes determin
ing whether a parameter corresponding to the first user iden
tity has been determined by an other of the user identities. 

60 data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

59. The method of claim 58, wherein each said user identity 
is associated with a respective particular user's stored access 
rights, which determine whether the corresponding said user 
identity is censored from receiving, in the communications, 65 

data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

70. The method of claim 65, further including determining 
whether at least one of the communications is censored based 
on content. 

71. The method of claim 70, wherein each said user identity 
is associated with a respective particular user's stored access 
rights, which determine whether the corresponding said user 
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identity is censored from receiving, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

72. The method of claim 65, wherein the determining 
whether the first user identity is censored includes determin
ing whether a parameter corresponding to the first user iden
tity has been determined by an other of the user identities. 

73. The method of claim 72, wherein each said user identity 
is associated with a respective particular user's stored access 
rights, which determine whether the corresponding said user 10 

identity is censored from receiving, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

74. The method of claim 65, wherein the determining 
whether the first user identity and the second user identity are 15 

able to form a group includes determining from access rights 
stored by user in the database that neither of the user identities 
is censored. 

75. The method of claim 7 4, wherein each said user identity 
is associated with a respective particular user's stored access 20 

rights, which determine whether the corresponding said user 
identity is censored from receiving, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

76. The method of claim 65, further including determining 25 

a user age corresponding to each of the user identities. 
77. The method of claim 76, wherein each said user identity 

is associated with a respective particular user's stored access 
rights, which determine whether the corresponding said user 
identity is censored from receiving, in the communications, 30 

data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

78. The method of claim 65, wherein each said user identity 
is associated with a respective particular user's stored access 
rights, which determine whether the corresponding said user 35 

identity is censored from receiving, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

79. The method of claim 1, wherein the determining 
whether the first user identity is censored includes determin- 40 

ing that the first user identity is censored from the data pre
senting the pointer and the graphic. 

80. The method of claim 79, wherein the computer system 
provides access via any of two client software alternatives, 
wherein both of the client software alternatives allow respec- 45 

tive user identities to be recognized and allow at least some of 
the participator computers to form at least one group in which 
members can send communications and receive communica
tions. 

81. The method of claim 80, wherein each said user identity 50 

is associated with a respective particular user's stored access 
rights, which determine whether the corresponding said user 
identity is censored from receiving, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 55 

82. The method of claim 79, further including: 
determining whether the first user identity is censored from 

sending in the communications data presenting at least 
one of a pointer, video, a graphic, and multimedia; 

facilitating sending the communications that are not cen- 60 

sored from the sending, from the first participator com
puter to the second participator computer, wherein the 
sending is in real time and via the Internet network; and 

if the first user identity is censored from the sending, not 
allowing the data that is censored to be sent from the first 65 

participator computer to the second participator com
puter. 

28 
83. The method of claim 82, wherein each said user identity 

is associated with a respective particular user's stored access 
rights, which determine whether the corresponding said user 
identity is censored from receiving, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

84. The method of claim 79, further including determining 
whether at least one of the communications is censored based 
on content. 

85. The method of claim 84, wherein each said user identity 
is associated with a respective particular user's stored access 
rights, which determine whether the corresponding said user 
identity is censored from receiving, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

86. The method of claim 79, wherein the determining 
whether the first user identity is censored includes determin
ing whether a parameter corresponding to the first user iden
tity has been determined by an other of the user identities. 

87. The method of claim 86 wherein each said user identity 
is associated with a respective particular user's stored access 
rights, which determine whether the corresponding said user 
identity is censored from receiving, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

88. The method of claim 79, wherein the determining 
whether the first user identity and the second user identity are 
able to form a group includes determining from access rights 
stored by user in the database that neither of the user identities 
is censored. 

89. The method of claim 88, wherein each said user identity 
is associated with a respective particular user's stored access 
rights, which determine whether the corresponding said user 
identity is censored from receiving, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

90. The method of claim 79, further including determining 
a user age corresponding to each of the user identities. 

91. The method of claim 90, wherein each said user identity 
is associated with a respective particular user's stored access 
rights, which determine whether the corresponding said user 
identity is censored from receiving, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

92. The method of claim 79, wherein each said user identity 
is associated with a respective particular user's stored access 
rights, which determine whether the corresponding said user 
identity is censored from receiving, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

93. The method of claim 1, wherein the determining 
whether the first user identity is censored includes determin
ing that the first user identity is censored from the data pre
senting the video and the audio. 

94. The method of claim 93, wherein the computer system 
provides access via any of two client software alternatives, 
wherein both of the client software alternatives allow respec
tive user identities to be recognized and allow at least some of 
the participator computers to form at least one group in which 
members can send communications and receive communica
tions. 

95. The method of claim 93, further including: 
determining whether the first user identity is censored from 

sending in the communications data presenting at least 
one of a pointer, video, a graphic, and multimedia; 

facilitating sending the communications that are not cen-
sored from the sending, from the first participator com-
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puter to the second participator computer, wherein the 
sending is in real time and via the Internet network; and 

if the first user identity is censored from the sending, not 
allowing the data that is censored to be sent from the first 
participator computer to the second participator com
puter. 

96. The method of claim 93, further including determining 
whether at least one of the communications is censored based 
on content. 

97. The method of claim 93, wherein the determining 10 

whether the first user identity is censored includes determin
ing whether a parameter corresponding to the first user iden
tity has been determined by an other of the user identities. 

98. The method of claim 93, wherein the determining 
whether the first user identity and the second user identity are 15 

able to form a group includes determining from access rights 
stored by user in the database that neither of the user identities 
is censored. 

99. The method of claim 93, further including determining 
a user age corresponding to each of the user identities. 20 

30 
109. The method of claim 108, wherein the computer sys

tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 
in which members can send communications and receive 
communications. 

110. The method of claim 108, further including: 
determining whether the first user identity is censored from 

sending in the communications data presenting at least 
one of a pointer, video, a graphic, and multimedia; 

facilitating sending the communications that are not cen
sored from the sending, from the first participator com
puter to the second participator computer, wherein the 
sending is in real time and via the Internet network; and 

if the first user identity is censored from the sending, not 
allowing the data that is censored to be sent from the first 
participator computer to the second participator com
puter. 

111. The method of claim 108, further including determin
ing whether at least one of the communications is censored 
based on content. 

100. The method of claim 1, wherein the determining 
whether the first user identity is censored includes determin
ing that the first user identity is censored from the data pre
senting the video and the graphic. 

101. The method of claim 100, wherein the computer sys
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 

112. The method of claim 108, wherein the determining 
whether the first user identity and the second user identity are 

25 able to form a group includes determining from access rights 
stored by user in the database that neither of the user identities 
is censored. 

in which members can send communications and receive 30 

communications. 

113. The method of claim 108, further including determin
ing a user age corresponding to each of the user identities. 

114. The method of claim 1, wherein the determining 
whether the first user identity is censored includes determin
ing that the first user identity is censored from the data pre
senting the pointer and the video and the audio. 

115. The method of claim 114, wherein the computer sys-

102. The method of claim 100, further including: 
determining whether the first user identity is censored from 

sending in the communications data presenting at least 
one of a pointer, video, a graphic, and multimedia; 

facilitating sending the communications that are not cen
sored from the sending, from the first participator com
puter to the second participator computer, wherein the 
sending is in real time and via the Internet network; and 

35 tern provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 
in which members can send communications and receive 

if the first user identity is censored from the sending, not 40 

allowing the data that is censored to be sent from the first 
participator computer to the second participator com
puter. 

103. The method of claim 100, further including determin
ing whether at least one of the communications is censored 45 

based on content. 
104. The method of claim 100, wherein the determining 

whether the first user identity is censored includes determin
ing whether a parameter corresponding to the first user iden
tity has been determined by an other of the user identities. 50 

105. The method of claim 104, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from receiving, in the commu
nications, data presenting at least one of a pointer, video, 55 

audio, a graphic, and multimedia. 
106. The method of claim 100, wherein the determining 

whether the first user identity and the second user identity are 
able to form a group includes determining from access rights 
stored by user in the database that neither of the user identities 60 

is censored. 
107. The method of claim 100, further including determin

ing a user age corresponding to each of the user identities. 
108. The method of claim 1, wherein the determining 

whether the first user identity is censored includes determin- 65 

ing that the first user identity is censored from the data pre
senting the audio and the graphic. 

communications. 
116. The method of claim 115, wherein each said user 

identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from receiving, in the commu
nications, data presenting at least one of a pointer, video, 
audio, a graphic, and multimedia. 

117. The method of claim 114, further including: 
determining whether the first user identity is censored from 

sending in the communications data presenting at least 
one of a pointer, video, a graphic, and multimedia; 

facilitating sending the communications that are not cen
sored from the sending, from the first participator com
puter to the second participator computer, wherein the 
sending is in real time and via the Internet network; and 

if the first user identity is censored from the sending, not 
allowing the data that is censored to be sent from the first 
participator computer to the second participator com
puter. 

118. The method of claim 117, wherein each said user 
identity is associated with a respective particular user's stored 
and rights, which determine whether the corresponding said 
user identity is censored from receiving, in the communica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

119. The method of claim 114, further including determin
ing whether at least one of the communications is censored 
based on content. 
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120. The method of claim 119, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from receiving, in the commu
nications, data presenting at least one of a pointer, video, 
audio, a graphic, and multimedia. 

121. The method of claim 114, wherein the determining 
whether the first user identity and the second user identity are 
able to form a group includes determining from access rights 
stored by user in the database that neither of the user identities 10 

is censored. 
122. The method of claim 121, wherein each said user 

identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 

15 
said user identity is censored from receiving, in the commu
nications, data presenting at least one of a pointer, video, 
audio, a graphic, and multimedia. 

32 
131. The method of claim 126, further including determin

ing whether at least one of the communications is censored 
based on content. 

132. The method of claim 131, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from receiving, in the commu
nications, data presenting at least one of a pointer, video, 
audio, a graphic, and multimedia. 

133. The method of claim 126, wherein the determining 
whether the first user identity and the second user identity are 
able to form a group includes determining from access rights 
stored by user in the database that neither of the user identities 
is censored. 

134. The method of claim 133, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from receiving, in the commu
nications, data presenting at least one of a pointer, video, 123. The method of claim 114, further including determin

ing a user age corresponding to each of the user identities. 20 audio, a graphic, and multimedia. 
135. The method of claim 126, further including determin

ing a user age corresponding to each of the user identities. 
136. The method of claim 135, wherein each said user 

identity is associated with a respective particular user's stored 

124. The method of claim 123, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from receiving, in the commu
nications, data presenting at least one of a pointer, video, 
audio, a graphic, and multimedia. 

125. The method of claim 114, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from receiving, in the commu
nications, data presenting at least one of a pointer, video, 
audio, a graphic, and multimedia. 

25 access rights, which determine whether the corresponding 
said user identity is censored from receiving, in the commu
nications, data presenting at least one of a pointer, video, 
audio, a graphic, and multimedia. 

137. The method of claim 126, wherein each said user 
30 identity is associated with a respective particular user's stored 

access rights, which determine whether the corresponding 
said user identity is censored from receiving, in the commu
nications, data presenting at least one of a pointer, video, 126. The method of claim 1, wherein the determining 

whether the first user identity is censored includes determin
ing that the first user identity is censored from the data pre- 35 

senting the pointer and the video and the graphic. 

audio, a graphic, and multimedia. 
138. The method of claim 1, wherein the determining 

whether the first user identity is censored includes determin
ing that the first user identity is censored from the data pre
senting the a pointer and the audio and the graphic. 

139. The method of claim 138, wherein the computer sys-

127. The method of claim 126, wherein the computer sys
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 
in which members can send communications and receive 
communications. 

40 tern provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 
in which members can send communications and receive 128. The method of claim 127, wherein each said user 

identity is associated with a respective particular user's stored 45 

access rights, which determine whether the corresponding 
said user identity is censored from receiving, in the commu
nications, data presenting at least one of a pointer, video, 
audio, a graphic, and multimedia. 

communications. 
140. The method of claim 139, wherein each said user 

identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from receiving, in the commu-

129. The method of claim 126, further including: 
determining whether the first user identity is censored from 

sending in the communications data presenting at least 
one of a pointer, video, a graphic, and multimedia; 

50 nications, data presenting at least one of a pointer, video, 
audio, a graphic, and multimedia. 

facilitating sending the communications that are not cen
sored from the sending, from the first participator com- 55 

puter to the second participator computer, wherein the 
sending is in real time and via the Internet network; and 

if the first user identity is censored from the sending, not 
allowing the data that is censored to be sent from the first 
participator computer to the second participator com- 60 

puter. 
130. The method of claim 129, wherein each said user 

identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from receiving, in the commu- 65 

nications, data presenting at least one of a pointer, video, 
audio, a graphic, and multimedia. 

141. The method of claim 138, further including: 
determining whether the first user identity is censored from 

sending in the communications data presenting at least 
one of a pointer, video, a graphic, and multimedia; 

facilitating sending the communications that are not cen-
sored from the sending, from the first participator com
puter to the second participator computer, wherein the 
sending is in real time and via the Internet network; and 

if the first user identity is censored from the sending, not 
allowing the data that is censored to be sent from the first 
participator computer to the second participator com
puter. 

142. The method of claim 141, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from receiving, in the commu-
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nications, data presenting at least one of a pointer, video, 
audio, a graphic, and multimedia. 

143. The method of claim 138, further including determin
ing whether at least one of the communications is censored 
based on content. 

34 
155. The method of claim 150, further including determin

ing a user age corresponding to each of the user identities. 
156. The method of claim 1, wherein the determining 

whether the first user identity is censored includes determin
ing that the first user identity is censored from the data pre
senting the pointer and the video and the audio and the 
graphic. 

144. The method of claim 143, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from receiving, in the commu
nications, data presenting at least one of a pointer, video, 
audio, a graphic, and multimedia. 

145. The method of claim 138, wherein the determining 
whether the first user identity and the second user identity are 
able to form a group includes determining from access rights 
stored by user in the database that neither of the user identities 
is censored. 

157. The method of claim 156, wherein the computer sys
tem provides access via any of two client software alterna-

10 tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 
in which members can send communications and receive 

15 
communications. 

146. The method of claim 145, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from receiving, in the commu- 20 

nications, data presenting at least one of a pointer, video, 
audio, a graphic, and multimedia. 

147. The method of claim 138, further including determin
ing a user age corresponding to each of the user identities. 

148. The method of claim 147, wherein each said user 25 

identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from receiving, in the commu
nications, data presenting at least one of a pointer, video, 
audio, a graphic, and multimedia. 30 

149. The method of claim 138, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from receiving, in the commu
nications, data presenting at least one of a pointer, video, 35 

audio, a graphic, and multimedia. 
150. The method of claim 1, wherein the determining 

whether the first user identity is censored includes determin
ing that the first user identity is censored from the data pre
senting the video and the audio and the graphic. 40 

151. The method of claim 150, wherein the computer sys
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 45 

in which members can send communications and receive 
communications. 

158. The method of claim 157, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from receiving, in the commu
nications, data presenting at least one of a pointer, video, 
audio, a graphic, and multimedia. 

159. The method of claim 157, further including: 
determining whether the first user identity is censored from 

sending in the communications data presenting at least 
one of a pointer, video, a graphic, and multimedia; 

facilitating sending the communications that are not cen
sored from the sending, from the first participator com
puter to the second participator computer, wherein the 
sending is in real time and via the Internet network; and 

if the first user identity is censored from the sending, not 
allowing the data that is censored to be sent from the first 
participator computer to the second participator com
puter. 

160. The method of claim 159, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from receiving, in the commu
nications, data presenting at least one of a pointer, video, 
audio, a graphic, and multimedia. 

161. The method of claim 157, further including determin
ing whether at least one of the communications is censored 
based on content. 

162. The method of claim 161, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from receiving, in the commu-
nications, data presenting at least one of a pointer, video, 
audio, a graphic, and multimedia. 

163. The method of claim 157, wherein the determining 
152. The method of claim 150, further including: 
determining whether the first user identity is censored from 

sending in the communications data presenting at least 
one of a pointer, video, a graphic, and multimedia; 

facilitating sending the communications that are not cen
sored from the sending, from the first participator com
puter to the second participator computer, wherein the 
sending is in real time and via the Internet network; and 

50 whether the first user identity and the second user identity are 
able to form a group includes determining from access rights 
stored by user in the database that neither of the user identities 
is censored. 

if the first user identity is censored from the sending, not 
allowing the data that is censored to be sent from the first 
participator computer to the second participator com
puter. 

164. The method of claim 163, wherein each said user 
55 identity is associated with a respective particular user's stored 

access rights, which determine whether the corresponding 
said user identity is censored from receiving, in the commu
nications, data presenting at least one of a pointer, video, 
audio, a graphic, and multimedia. 

153. The method of claim 150, further including determin- 60 

ing whether at least one of the communications is censored 
based on content. 

165. The method of claim 157, further including determin
ing a user age corresponding to each of the user identities. 

166. The method of claim 165, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 

65 said user identity is censored from receiving, in the commu
nications, data presenting at least one of a pointer, video, 
audio, a graphic, and multimedia. 

154. The method of claim 150, wherein the determining 
whether the first user identity and the second user identity are 
able to form a group includes determining from access rights 
stored by user in the database that neither of the user identities 
is censored. 
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167. The method of claim 157, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from receiving, in the commu
nications, data presenting at least one of a pointer, video, 
audio, a graphic, and multimedia. 

36 
able to form a group includes determining from access rights 
stored by user in the database that neither of the user identities 
is censored. 

179. The method of claim 178, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from receiving, in the commu
nications, data presenting at least one of a pointer, video, 
audio, a graphic, and multimedia. 

180. The method of claim 1, further including determining 
a user age corresponding to each of the user identities. 

168. The method of claim 1, wherein the computer system 
provides access via any of two client software alternatives, 
wherein both of the client software alternatives allow respec
tive user identities to be recognized and allow at least some of 10 

the participator computers to form at least one group in which 
members can send communications and receive communica
tions. 

181. The method of claim 180, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 

15 said user identity is censored from receiving, in the commu
nications, data presenting at least one of a pointer, video, 
audio, a graphic, and multimedia. 

169. The method of claim 168, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from receiving, in the commu
nications, data presenting at least one of a pointer, video, 
audio, a graphic, and multimedia. 

182. The method of claim 1, wherein each said user identity 
is associated with a respective particular user's stored access 

170. The method of claim 1, further including: 
determining whether the first user identity is censored from 

sending in the communications data presenting at least 
one of a pointer, video, a graphic, and multimedia; 

20 rights, which determine whether the corresponding said user 
identity is censored from receiving, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

facilitating sending the communications that are not cen
sored from the sending, from the first participator com
puter to the second participator computer, wherein the 
sending is in real time and via the Internet network; and 

183. The method of claim 1, wherein receiving the com-
25 munications includes causing presentation of some of the 

communications by one of the plurality of participator com
puters in the group. 

if the first user identity is censored from the sending, not 
allowing the data that is censored to be sent from the first 
participator computer to the second participator com
puter. 

184. The method of claim 1, wherein, if the first user 
identity is censored, not allowing the communications that 

30 include the data that is censored. 

171. The method of claim 170, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 35 

said user identity is censored from receiving, in the commu
nications, data presenting at least one of a pointer, video, 
audio, a graphic, and multimedia. 

172. The method of claim 1, further including determining 
whether at least one of the communications is censored based 40 

on content. 
173. The method of claim 172, further including determin

ing a user age corresponding to each of the user identities. 
174. The method of claim 173, wherein each said user 

identity is associated with a respective particular user's stored 45 

access rights, which determine whether the corresponding 
said user identity is censored from receiving, in the commu
nications, data presenting at least one of a pointer, video, 
audio, a graphic, and multimedia. 

185. The method of claim 1, wherein the computer system 
comprises an Internet service provider computer. 

186. The method of claim 1, further including: 
storing, for the first user identity, an authorization associ

ated with presentation of graphical multimedia; and 
based on the authorization, facilitating presentation of the 

graphical multimedia at an output device corresponding 
to the second user identity. 

187. The method of claim 1, further including: 
providing the first user identity with access to a member

associated image corresponding to the second user iden
tity. 

188. The method of claim 1, further including: 
determining whether the first user identity is censored from 

access to a member-associated image corresponding to 
the second user identity; 

if the first user identity is censored, not allowing access to 
the member-associated image; and 

if the first user identity is not censored, allowing access to 
the member-associated image. 

189. A method of communicating via an Internet network 
by using a computer system including a controller computer 
and a database which serves as a repository of tokens for other 
programs to access, thereby affording information to each of 

175. The method of claim 172, wherein each said user 50 

identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from receiving, in the commu
nications, data presenting at least one of a pointer, video, 
audio, a graphic, and multimedia. 55 a plurality of participator computers which are otherwise 

independent of each other, the method including: 176. The method of claim 1, wherein the determining 
whether the first user identity is censored includes determin
ing whether a parameter corresponding to the first user iden
tity has been determined by an other of the user identities. 

177. The method of claim 176, wherein each said user 60 

identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from receiving, in the commu
nications, data presenting at least one of a pointer, video, 
audio, a graphic, and multimedia. 65 

178. The method of claim 1, wherein the determining 
whether the first user identity and the second user identity are 

affording some of the information to a first of the partici
pator computers via the Internet network, responsive to 
an authenticated first user identity; 

affording some of the information to a second of the par
ticipator computers via the Internet network, responsive 
to an authenticated second user identity; and 

determining whether the first user identity and the second 
user identity are able to form a group to send and to 
receive real-time communications; and 

determining whether the first user identity is individually 
censored from sending data in the communications, the 
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data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia by determining whether a 
respective at least one parameter corresponding to the 
first user identity has been determined by an other of the 
user identities; and 

if the user identities are able to form the group, forming the 
group and facilitating sending the communications that 
are not censored from the first participator computer to 
the second participator computer, wherein the sending is 
in real time and via the Internet network, and wherein, 10 

for the communications which are received and which 
present an Internet URL, facilitating handling the Inter
net URL via the computer system so as to find content 
specified by the Internet URL and presenting the content 

15 
at an output device of the second participator computer, 
and 

if the first user identity is censored from the sending of the 
data, not allowing sending the data that is censored from 
the first participator computer to the second participator 20 

computer. 

38 
199. The method of claim 190, wherein at least one of the 

communications includes data presenting a human commu
nication of sound. 

200. The method of claim 199, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

201. The method of claim 190, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

202. The method of claim 189, wherein the determining 
whether the first user identity is censored includes determin
ing that the first user identity is censored from the sending of 
the data presenting the video. 

203. The method of claim 202, wherein the computer sys-
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 

190. The method of claim 189, wherein the determining 
whether the first user identity is censored includes determin
ing that the first user identity is censored from the sending of 
the data presenting the pointer. 25 in which members can send communications and receive 

191. The method of claim 190, wherein the computer sys
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 30 

in which members can send communications and receive 
communications. 

192. The method of claim 191, wherein each said user 
identity is associated with a respective particular user's stored 

35 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

193. The method of claim 190, further including determin- 40 

ing whether at least one of the communications is censored 
based on content. 

communications. 
204. The method of claim 202, further including determin

ing whether at least one of the communications is censored 
based on content. 

205. The method of claim 202, wherein the determining 
whether the first user identity and the second user identity are 
able to form a group includes determining from access rights 
stored by user in the database that neither of the user identities 
is censored. 

206. The method of claim 202, further including determin
ing a user age corresponding to each of the user identities. 

207. The method of claim 202, wherein at least one of the 
communications includes data presenting a human commu
nication of sound. 

208. The method of claim 189, wherein the determining 
whether the first user identity is censored includes determin
ing that the first user identity is censored from the sending of 
the data presenting the audio. 

209. The method of claim 208, wherein the computer sys-
194. The method of claim 193, wherein each said user 

identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

45 tern provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 
in which members can send communications and receive 195. The method of claim 190, wherein the determining 

whether the first user identity and the second user identity are 50 

able to form a group includes determining from access rights 
stored by user in the database that neither of the user identities 
is censored. 

196. The method of claim 195, wherein each said user 
identity is associated with a respective particular user's stored 55 

access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

197. The method of claim 190, further including determin- 60 

ing a user age corresponding to each of the user identities. 
198. The method of claim 197, wherein each said user 

identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi- 65 

cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

communications. 
210. The method of claim 208, further including determin

ing whether at least one of the communications is censored 
based on content. 

211. The method of claim 208, wherein the determining 
whether the first user identity and the second user identity are 
able to form a group includes determining from access rights 
stored by user in the database that neither of the user identities 
is censored. 

212. The method of claim 208, further including determin
ing a user age corresponding to each of the user identities. 

213. The method of claim 208, wherein at least one of the 
communications includes data presenting a human commu
nication of sound. 

214. The method of claim 189, wherein the determining 
whether the first user identity is censored includes determin
ing that the first user identity is censored from the sending of 
the data presenting the graphic. 



Facebook's Exhibit No. 1001 
Page 49

US 8,694,657 B 1 
39 

215. The method of claim 214, wherein the computer sys
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 
in which members can send communications and receive 
communications. 

40 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

231. The method of claim 226, wherein the determining 
whether the first user identity and the second user identity are 
able to form a group includes determining from access rights 
stored by user in the database that neither of the user identities 
is censored. 

232. The method of claim 231 wherein each said user 

216. The method of claim 214, further including determin
ing whether at least one of the communications is censored 
based on content. 

217. The method of claim 214, wherein the determining 
whether the first user identity and the second user identity are 
able to form a group includes determining from access rights 
stored by user in the database that neither of the user identities 
is censored. 

10 identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 

15 
a graphic, and multimedia. 

218. The method of claim 214, further including determin
ing a user age corresponding to each of the user identities. 

233. The method of claim 226, further including determin
ing a user age corresponding to each of the user identities. 

234. The method of claim 233, wherein each said user 
identity is associated with a respective particular user's stored 

219. The method of claim 214, wherein at least one of the 
communications includes data presenting a human commu
nication of sound. 

220. The method of claim 189, wherein the determining 
whether the first user identity is censored includes determin
ing that the first user identity is censored from the sending of 
the data presenting the multimedia. 

20 access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

221. The method of claim 220, wherein the computer sys- 25 

tern provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 
in which members can send communications and receive 30 

communications. 
222. The method of claim 220, further including determin

ing whether at least one of the communications is censored 
based on content. 

223. The method of claim 220, wherein the determining 35 

whether the first user identity and the second user identity are 
able to form a group includes determining from access rights 
stored by user in the database that neither of the user identities 
is censored. 

224. The method of claim 220, further including determin- 40 

ing a user age corresponding to each of the user identities. 
225. The method of claim 220, wherein at least one of the 

communications includes data presenting a human commu
nication of sound. 

226. The method of claim 189, wherein the determining 45 

whether the first user identity is censored includes determin
ing that the first user identity is censored from the sending of 
the data presenting the pointer and the video. 

227. The method of claim 226, wherein the computer sys
tem provides access via any of two client software alterna- 50 

tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 

235. The method of claim 226, wherein at least one of the 
communications includes data presenting a human commu
nication of sound. 

236. The method of claim 235, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

237. The method of claim 226, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

238. The method of claim 189, wherein the determining 
whether the first user identity is censored includes determin
ing that the first user identity is censored from the sending of 
the data presenting the pointer and the audio. 

239. The method of claim 238, wherein the computer sys
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 
in which members can send communications and receive 
communications. 

240. The method of claim 239, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi-in which members can send communications and receive 

communications. 55 cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 228. The method of claim 227, wherein each said user 

identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 60 

a graphic, and multimedia. 
229. The method of claim 226, further including determin

ing whether at least one of the communications is censored 
based on content. 

230. The method of claim 229, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 

241. The method of claim 238, further including determin
ing whether at least one of the communications is censored 
based on content. 

242. The method of claim 241, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 

65 a graphic, and multimedia. 
243. The method of claim 238, wherein the determining 

whether the first user identity and the second user identity are 
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able to form a group includes determining from access rights 
stored by user in the database that neither of the user identities 
is censored. 

42 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

257. The method of claim 250, further including determin
ing a user age corresponding to each of the user identities. 

244. The method of claim 243, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

245. The method of claim 238, further including determin- 10 

ing a user age corresponding to each of the user identities. 

258. The method of claim 257, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

246. The method of claim 245, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 

15 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 

259. The method of claim 250, wherein at least one of the 
communications includes data presenting a human commu
nication of sound. 

260. The method of claim 259, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi-

a graphic, and multimedia. 
247. The method of claim 238, wherein at least one of the 

communications includes data presenting a human commu
nication of sound. 

248. The method of claim 247, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

249. The method of claim 238, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

250. The method of claim 189, wherein the determining 
whether the first user identity is censored includes determin
ing that the first user identity is censored from the sending of 
the data presenting the pointer and the graphic. 

20 cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

261. The method of claim 250, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 

25 said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

262. The method of claim 189, wherein the determining 
whether the first user identity is censored includes determin-

30 ing that the first user identity is censored from the sending of 
the data presenting the video and the audio. 

263. The method of claim 262, wherein the computer sys
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 

35 respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 
in which members can send communications and receive 
communications. 251. The method of claim 250, wherein the computer sys

tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 40 

respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 

264. The method of claim 262, further including determin
ing whether at least one of the communications is censored 
based on content. 

265. The method of claim 262, wherein the determining 
whether the first user identity and the second user identity are 
able to form a group includes determining from access rights 

45 stored by user in the database that neither of the user identities 
is censored. 

in which members can send communications and receive 
communications. 

252. The method of claim 251, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

253. The method of claim 250, further including determin
ing whether at least one of the communications is censored 
based on content. 

254. The method of claim 253, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

255. The method of claim 250, wherein the determining 
whether the first user identity and the second user identity are 
able to form a group includes determining from access rights 
stored by user in the database that neither of the user identities 
is censored. 

266. The method of claim 262, further including determin
ing a user age corresponding to each of the user identities. 

267. The method of claim 262, wherein at least one of the 
50 communications includes data presenting a human commu

nication of sound. 
268. The method of claim 189, wherein the determining 

whether the first user identity is censored includes determin
ing that the first user identity is censored from the sending of 

55 the data presenting the video and the graphic. 
269. The method of claim 268, wherein the computer sys

tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 

60 some of the participator computers to form at least one group 
in which members can send communications and receive 
communications. 

256. The method of claim 255, wherein each said user 65 

identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 

270. The method of claim 268, further including determin
ing whether at least one of the communications is censored 
based on content. 

271. The method of claim 268, wherein the determining 
whether the first user identity and the second user identity are 
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able to form a group includes determining from access rights 
stored by user in the database that neither of the user identities 
is censored. 

272. The method of claim 268, further including determin
ing a user age corresponding to each of the user identities. 

273. The method of claim 268, wherein at least one of the 
communications includes data presenting a human commu
nication of sound. 

274. The method of claim 189, wherein the determining 
whether the first user identity is censored includes determin
ing that the first user identity is censored from the sending of 
the data presenting the audio and the graphic. 

44 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

287. The method of claim 280, further including determin
ing a user age corresponding to each of the user identities. 

288. The method of claim 287, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi-

10 cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

275. The method of claim 274, wherein the computer sys
tem provides access via any of two client software alterna-

15 
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 

289. The method of claim 280, wherein at least one of the 
communications includes data presenting a human commu
nication of sound. 

290. The method of claim 289, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, in which members can send communications and receive 

communications. 
27 6. The method of claim 27 4, further including determin

ing whether at least one of the communications is censored 
based on content. 

277. The method of claim 274 wherein the determining 
whether the first user identity and the second user identity are 
able to form a group includes determining from access rights 
stored by user in the database that neither of the user identities 
is censored. 

278. The method of claim 274, further including determin
ing a user age corresponding to each of the user identities. 

279. The method of claim 274, wherein at least one of the 
communications includes data presenting a human commu
nication of sound. 

280. The method of claim 189, wherein the determining 
whether the first user identity is censored includes determin
ing that the first user identity is censored from the sending of 
the data presenting the pointer and the video and the audio. 

20 a graphic, and multimedia. 
291. The method of claim 280, wherein each said user 

identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi-

25 cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

292. The method of claim 189, wherein the determining 
whether the first user identity is censored includes determin
ing that the first user identity is censored from the sending of 

30 the data presenting the pointer and the video and the graphic. 
293. The method of claim 292, wherein the computer sys

tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 

35 some of the participator computers to form at least one group 
in which members can send communications and receive 
communications. 

281. The method of claim 280, wherein the computer sys
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 40 

respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 

294. The method of claim 293, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi-
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. in which members can send communications and receive 

communications. 
282. The method of claim 281, wherein each said user 

identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

283. The method of claim 280, further including determin
ing whether at least one of the communications is censored 
based on content. 

284. The method of claim 283, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

285. The method of claim 280, wherein the determining 
whether the first user identity and the second user identity are 
able to form a group includes determining from access rights 
stored by user in the database that neither of the user identities 
is censored. 

286. The method of claim 285, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 

295. The method of claim 292, further including determin-
45 ing whether at least one of the communications is censored 

based on content. 
296. The method of claim 295, wherein each said user 

identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 

50 said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

297. The method of claim 292, wherein the determining 
whether the first user identity and the second user identity are 

55 able to form a group includes determining from access rights 
stored by user in the database that neither of the user identities 
is censored. 

298. The method of claim 297, wherein each said user 
identity is associated with a respective particular user's stored 

60 access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

299. The method of claim 292, further including determin-
65 ing a user age corresponding to each of the user identities. 

300. The method of claim 299, wherein each said user 
identity is associated with a respective particular user's stored 
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access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

301. The method of claim 292, wherein at least one of the 
communications includes data presenting a human commu
nication of sound. 

302. The method of claim 301, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 10 

said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

303. The method of claim 292, wherein each said user 
identity is associated with a respective particular user's stored 15 

access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

304. The method of claim 189, wherein the determining 20 

whether the first user identity is censored includes determin
ing that the first user identity is censored from the sending of 
the data presenting the pointer and the audio and the graphic. 

46 
314. The method of claim 313, wherein each said user 

identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

315. The method of claim 304, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

316. The method of claim 189, wherein the determining 
whether the first user identity is censored includes determin
ing that the first user identity is censored from the sending of 
the data presenting the video and the audio and the graphic. 

317. The method of claim 316, wherein the computer sys
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 
in which members can send communications and receive 
communications. 

318. The method of claim 316, further including determin
ing whether at least one of the communications is censored 
based on content. 

305. The method of claim 304, wherein the computer sys
tem provides access via any of two client software alterna- 25 

tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 319. The method of claim 316, wherein the determining 

whether the first user identity and the second user identity are 
30 able to form a group includes determining from access rights 

stored by user in the database that neither of the user identities 
is censored. 

in which members can send communications and receive 
communications. 

306. The method of claim 305, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

3 20. The method of claim 316, further including determin-

35 
ing a user age corresponding to each of the user identities. 

321. The method of claim 316, wherein at least one of the 

307. The method of claim 304, further including determin
ing whether at least one of the communications is censored 
based on content. 

308. The method of claim 307, wherein each said user 40 

identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 

communications includes data presenting a human commu
nication of sound. 

322. The method of claim 189, wherein the determining 
whether the first user identity is censored includes determin
ing that the first user identity is censored from the sending of 
the data presenting the pointer and the video and the audio and 
the graphic. 

323. The method of claim 322, wherein the computer sys-
a graphic, and multimedia. 

309. The method of claim 304, wherein the determining 
whether the first user identity and the second user identity are 
able to form a group includes determining from access rights 
stored by user in the database that neither of the user identities 
is censored. 

45 tern provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 
in which members can send communications and receive 

50 communications. 
310. The method of claim 309, wherein each said user 

identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 55 

a graphic, and multimedia. 
311. The method of claim 304, further including determin

ing a user age corresponding to each of the user identities. 
312. The method of claim 311, wherein each said user 

identity is associated with a respective particular user's stored 60 

access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

313. The method of claim 304, wherein at least one of the 65 

communications includes data presenting a human commu
nication of sound. 

324. The method of claim 323, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

325. The method of claim 322, further including determin
ing whether at least one of the communications is censored 
based on content. 

326. The method of claim 325, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

327. The method of claim 322, wherein the determining 
whether the first user identity and the second user identity are 
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able to form a group includes determining from access rights 
stored by user in the database that neither of the user identities 
is censored. 

328. The method of claim 189, wherein the determining 
whether the first user identity and the second user identity are 
able to form a group includes determining from access rights 
stored by user in the database that neither of the user identities 
is censored. 

329. The method of claim 322, further including determin
ing a user age corresponding to each of the user identities. 10 

330. The method of claim 329, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 15 

a graphic, and multimedia. 
331. The method of claim 322, wherein at least one of the 

communications includes data presenting a human commu
nication of sound. 

332. The method of claim 331, wherein each said user 20 

identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 25 

333. The method of claim 322, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 30 

a graphic, and multimedia. 
334. The method of claim 189, wherein the computer sys

tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 35 

some of the participator computers to form at least one group 
in which members can send communications and receive 
communications. 

335. The method of claim 334, wherein each said user 
identity is associated with a respective particular user's stored 40 

access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

336. The method of claim 189, further including determin- 45 

ing whether at least one of the communications is censored 
based on content. 

337. The method of claim 336, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 50 

said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

338. The method of claim 327, wherein each said user 
identity is associated with a respective user's stored access 55 

rights, which determine whether the corresponding said user 
identity is censored from sending, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

48 
341. The method of claim 340, wherein each said user 

identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

342. The method of claim 189, wherein at least one of the 
communications includes data presenting a human commu
nication of sound. 

343. The method of claim 342, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi-
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

344. The method of claim 189, wherein the computer sys
tem is comprised of an Internet service provider computer. 

345. The method of claim 344, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

346. The method of claim 189, further including: 
storing, for the first user identity, an authorization associ-

ated with presentation of graphical multimedia; and 
based on the authorization, facilitating presentation of the 

graphical multimedia at an output device corresponding 
to the second user identity. 

347. The method of claim 346, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

348. The method of claim 189, further including: 
providing the first user identity with access to a member

associated image corresponding to the second user iden
tity. 

349. The method of claim 348, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

350. The method of claim 189, further including: 
determining whether the first user identity is censored from 

access to a member-associated image corresponding to 
the second user identity; 

if the first user identity is censored, not allowing access to 
the member-associated image; and 

if the first user identity is not censored, allowing access to 
the member-associated image. 

351. The method of claim 350, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

339. The method of claim 328, wherein each said user 60 

identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 
said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 

352. The method of claim 189, wherein each said user 
identity is associated with a respective particular user's stored 
access rights, which determine whether the corresponding 

65 said user identity is censored from sending, in the communi
cations, data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia. 

a graphic, and multimedia. 
340. The method of claim 189, further including determin

ing a user age corresponding to each of the user identities. 
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353. A system to communicate over an Internet network, 
the system including: 

a computer system including a controller computer and a 
database which serves as a repository of tokens for other 
programs to access, thereby affording information to 
each of a plurality of participator computers which are 
otherwise independent of each other, the computer sys
tem in communication with a first of the participator 
computers responsive to a first authenticated user iden
tity and with a second of the participator computers 10 

responsive to a second authenticated user identity, 
wherein the computer system: 
determines whether the first user identity and the second 

of the user identity are able to form a group to send 
15 

and to receive real-time communications; and 
determines whether the first user identity is individually 

censored from data in the communications, the data 
presenting at least one of a pointer, video, audio, a 
graphic, and multimedia by determining whether a 20 

respective at least one parameter corresponding to the 
first user identity has been determined by an other of 
the user identities; and 

if the user identities are determined to be able to form the 
group, forms the group and facilitates receiving the 25 

communications that are sent and not censored from 
the second participator computer to the first partici
pator computer, wherein the receiving is in real time 
and via the Internet network, and wherein the com
puter system facilitates, for the communications 30 

which are received and which present an Internet 
URL, handling the Internet URL via the computer 
system so as to find content specified by the Internet 
URL and facilitates presenting the content at an out
put device of the first participator computer; and 35 

if the first user identity is censored from the data, does 
not facilitate the data that is censored to be presented 
from the second participator computer to the output 
device. 

50 
359. The system of claim 354, wherein the computer sys

tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 
in which members can send communications and receive 
communications. 

360. The system of claim 359, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, which deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

361. The system of claim 354, wherein the computer sys-
tem associates each said user identity in the group with a 
respective particular user's stored access rights, which deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

362. The system of claim 353, wherein the data presents the 
video. 

363. The system of claim 362, wherein the computer sys
tem is further programmed to determine whether at least one 
of the communications is censored based on content. 

364. The system of claim 362, wherein the computer sys
tem determines whether at least one of the first user identity 
and the second user identity, individually, is censored from 
sending in the communications data presenting at least one of 
the pointer, the video, the graphic, and the multimedia, and 

facilitates sending the communications that are not cen
sored from the sending. 

365. The system of claim 362, wherein the computer sys
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 

354. The system of claim 353, wherein the data presents the 
pointer. 

355. The system of claim 354, wherein the computer sys
tem is further programmed to determine whether at least one 
of the communications is censored based on content. 

40 respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 
in which members can send communications and receive 
communications. 

356. The system of claim 355, wherein the computer sys- 45 

tern associates each said user identity in the group with a 
respective particular user's stored access rights, which deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the communications, 50 

data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

357. The system of claim 354, wherein the computer sys
tem determines whether at least one of the first user identity 
and the second user identity, individually, is censored from 55 

sending the communications data presenting at least one of 
the pointer, the video, the graphic, and the multimedia, and 

facilitating sending the communications that are not cen
sored from the sending. 

358. The system of claim 357, wherein the computer sys- 60 

tern associates each said user identity in the group with a 
respective particular user's stored access rights, which deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the communications, 65 

data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

366. The system of claim 353, wherein the data presents the 
audio. 

367. The system of claim 366, wherein the computer sys
tem is further programmed to determine whether at least one 
of the communications is censored based on content. 

368. The system of claim 366, wherein the computer sys
tem determines whether at least one of the first user identity 
and the second user identity, individually, is censored from 
sending in the communications data presenting at least one of 
the pointer, the video, the graphic, and the multimedia, and 

facilitates sending the communications that are not cen-
sored from the sending. 

369. The system of claim 366, wherein the computer sys
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 
in which members can send communications and receive 
communications. 

370. The system of claim 353, wherein the data presents the 
graphic. 

371. The system of claim 370, wherein the computer sys
tem is further programmed to determine whether at least one 
of the communications is censored based on content. 
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372. The system of claim 370, wherein the computer sys
tem determines whether at least one of the first user identity 
and the second user identity, individually, is censored from 
sending in the communications data presenting at least one of 
the pointer, the video, the graphic, and the multimedia, and 

facilitates sending the communications that are not cen
sored from the sending. 

52 
some of the participator computers to form at least one group 
in which members can send communications and receive 
communications. 

373. The system of claim 370, wherein the computer sys
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 10 

respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 

384. The system of claim 383, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, which deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

385. The system of claim 378, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, which deter-in which members can send communications and receive 

communications. 
37 4. The system of claim 353, wherein the data presents the 

multimedia. 
375. The system of claim 374, wherein the computer sys

tem is further programmed to determine whether at least one 
of the communications is censored based on content. 

376. The system of claim 374, wherein the computer sys
tem determines whether at least one of the first user identity 
and the second user identity, individually, is censored from 
sending in the communications data presenting at least one of 
the pointer, the video, the graphic, and the multimedia, and 

facilitates sending the communications that are not cen
sored from the sending. 

377. The system of claim 374, wherein the computer sys
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 
in which members can send communications and receive 
communications. 

378. The system of claim 353, wherein the data presents the 
pointer and the video. 

379. The system of claim 378, wherein the computer sys
tem is further programmed to determine whether at least one 
of the communications is censored based on content. 

380. The system of claim 379, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, which deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

381. The system of claim 378, wherein the computer sys
tem determines whether at least one of the first user identity 
and the second user identity, individually, is censored from 
sending in the communications data presenting at least one of 
the pointer, the video, the graphic, and the multimedia, and 

facilitates sending the communications that are not cen
sored from the sending. 

15 mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the communications, 
data presenting at least one of a pointer, video, audio, a 

20 

25 

graphic, and multimedia. 
386. The system of claim 353, wherein the data presents the 

pointer and the audio. 
387. The system of claim 386, wherein the computer sys

tem is further programmed to determine whether at least one 
of the communications is censored based on content. 

388. The system of claim 387, wherein the computer sys-
tem associates each said user identity in the group with a 
respective particular user's stored access rights, which deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 

30 identity is censored from sending, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

389. The system of claim 386, wherein the computer sys
tem determines whether at least one of the first user identity 

35 and the second user identity, individually, is censored from 
sending in the communications data presenting at least one of 
the pointer, the video, the graphic, and the multimedia, and 

facilitates sending the communications that are not cen
sored from the sending. 

40 390. The system of claim 389, wherein the computer sys-
tem associates each said user identity in the group with a 
respective particular user's stored access rights, which deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 

45 identity is censored from sending, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

391. The system of claim 386, wherein the computer sys
tem provides access via any of two client software alterna-

50 tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 
in which members can send communications and receive 
communications. 

55 

382. The system of claim 381, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, which deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 60 

identity is censored from sending, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

392. The system of claim 391, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, which deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

393. The system of claim 386, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, which deter
mine whether the corresponding said user identity is censored 

383. The system of claim 378, wherein the computer sys
tem provides access via any of two client software alterna- 65 

tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least from receiving, and whether the corresponding said user 
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identity is censored from sending, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

394. The system of claim 353, wherein the data presents the 
pointer and the graphic. 

395. The system of claim 394, wherein the computer sys
tem is further programmed to determine whether at least one 
of the communications is censored based on content. 

396. The system of claim 395, wherein the computer sys
tem associates each said user identity in the group with a 10 

respective particular user's stored access rights, which deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the communications, 

15 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

397. The system of claim 394, wherein the computer sys
tem determines whether at least one of the first user identity 
and the second user identity, individually, is censored from 20 

sending in the communications data presenting at least one of 
the pointer, the video, the graphic, and the multimedia, and 

facilitates sending the communications that are not cen
sored from the sending. 

398. The system of claim 397, wherein the computer sys- 25 

tern associates each said user identity in the group with a 
respective particular user's stored access rights, which deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the communications, 30 

data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

399. The system of claim 394, wherein the computer sys
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 35 

respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 
in which members can send communications and receive 
communications. 

54 
405. The system of claim 402, wherein the computer sys

tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 
in which members can send communications and receive 
communications. 

406. The system of claim 353, wherein the data presents the 
video and the graphic. 

407. The system of claim 406, wherein the computer sys
tem is further programmed to determine whether at least one 
of the communications is censored based on content. 

408. The system of claim 406, wherein the computer sys
tem determines whether at least one of the first user identity 
and the second user identity, individually, is censored from 
sending in the communications data presenting at least one of 
the pointer, the video, the graphic, and the multimedia, and 

facilitates sending the communications that are not cen
sored from the sending. 

409. The system of claim 406, wherein the computer sys
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 
in which members can send communications and receive 
communications. 

410. The system of claim 353, wherein the data presents the 
audio and the graphic. 

411. The system of claim 410, wherein the computer sys
tem is further programmed to determine whether at least one 
of the communications is censored based on content. 

412. The system of claim 410, wherein the computer sys-
tem determines whether at least one of the first user identity 
and the second user identity, individually, is censored from 
sending in the communications data presenting at least one of 
the pointer, the video, the graphic, and the multimedia, and 

facilitates sending the communications that are not cen
sored from the sending. 

413. The system of claim 410, wherein the computer sys-
40 tern provides access via any of two client software alterna

tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 
in which members can send communications and receive 

400. The system of claim 399, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, which deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the communications, 45 

data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

communications. 
414. The system of claim 353, wherein the data presents the 

pointer and the video and the audio. 
415. The system of claim 414, wherein the computer sys

tem is further programmed to determine whether at least one 
of the communications is censored based on content. 

416. The system of claim 415, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, which deter
mine whether the corresponding said user identity is censored 

401. The system of claim 394, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, which deter- 50 

mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 55 from receiving, and whether the corresponding said user 

identity is censored from sending, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

402. The system of claim 353, wherein the data presents the 
video and the audio. 

403. The system of claim 402, wherein the computer sys
tem is further programmed to determine whether at least one 
of the communications is censored based on content. 

404. The system of claim 402, wherein the computer sys
tem determines whether at least one of the first user identity 
and the second user identity, individually, is censored from 
sending in the communications data presenting at least one of 
the pointer, the video, the graphic, and the multimedia, and 

facilitates sending the communications that are not cen
sored from the sending. 

417. The system of claim 414, wherein the computer sys-
60 tern determines whether at least one of the first user identity 

and the second user identity, individually, is censored from 
sending in the communications data presenting at least one of 
the pointer, the video, the graphic, and the multimedia, and 

65 

facilitates sending the communications that are not cen
sored from the sending. 

418. The system of claim 417, wherein the computer sys
tem associates each said user identity in the group with a 
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respective particular user's stored access rights, which deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

56 
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

419. The system of claim 414, wherein the computer sys
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 
in which members can send communications and receive 
communications. 

420. The system of claim 419, wherein the computer sys
tem associates each said user identity in the group with a 15 

respective particular user's stored access rights, which deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the communications, 
data presenting at least one of a pointer, video, audio, a 20 

graphic, and multimedia. 

429. The system of claim 422, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, which deter
mine whether the corresponding said user identity is censored 

10 from receiving, and whether the corresponding said user 
identity is censored from sending, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

430. The system of claim 353, wherein the data presents the 
pointer and the audio and the graphic. 

431. The system of claim 430, wherein the computer sys
tem is further programmed to determine whether at least one 
of the communications is censored based on content. 

432. The system of claim 431, wherein the computer sys-
tem associates each said user identity in the group with a 
respective particular user's stored access rights, which deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 

421. The system of claim 414, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, which deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

25 identity is censored from sending, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

422. The system of claim 353, wherein the data presents the 
pointer and the video and the graphic. 

423. The system of claim 422, wherein the computer sys
tem is further programmed to determine whether at least one 
of the communications is censored based on content. 

433. The system of claim 430, wherein the computer sys
tem determines whether at least one of the first user identity 

30 and the second user identity, individually, is censored from 
sending in the communications data presenting at least one of 
the pointer, the video, the graphic, and the multimedia, and 

facilitates sending the communications that are not cen
sored from the sending. 

434. The system of claim 433, wherein the computer sys-
tem associates each said user identity in the group with a 
respective particular user's stored access rights, which deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 

424. The system of claim 423, wherein the computer sys- 35 

tern associates each said user identity in the group with a 
respective particular user's stored access rights, which deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

40 identity is censored from sending, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

435. The system of claim 430, wherein the computer sys
tem provides access via any of two client software alterna-

425. The system of claim 422, wherein the computer sys
tem determines whether at least one of the first user identity 
and the second user identity, individually, is censored from 
sending in the communications data presenting at least one of 
the pointer, the video, the graphic, and the multimedia, and 

facilitates sending the communications that are not cen
sored from the sending. 

45 tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 
in which members can send communications and receive 
communications. 

426. The system of claim 425, wherein the computer sys- 50 

tern associates each said user identity in the group with a 
respective particular user's stored access rights, which deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the communications, 55 

data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

427. The system of claim 422, wherein the computer sys
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 60 

respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 
in which members can send communications and receive 
communications. 

436. The system of claim 435, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, which deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

437. The system of claim 430, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, which deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the communications, 
data presenting at least one of a pointer, video, audio, a 

428. The system of claim 427, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, which deter-

65 graphic, and multimedia. 
438. The system of claim 353, wherein the data presents the 

video and the audio and the graphic. 
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439. The system of claim 438, wherein the computer sys
tem is further programmed to determine whether at least one 
of the communications is censored based on content. 

440. The system of claim 438, wherein the computer sys
tem determines whether at least one of the first user identity 
and the second user identity, individually, is censored from 
sending in the communications data presenting at least one of 
the pointer, the video, the graphic, and the multimedia, and 

facilitates sending the communications that are not cen
sored from the sending. 

441. The system of claim 438, wherein the computer sys
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 
in which members can send communications and receive 
communications. 

442. The system of claim 353, wherein the data presents the 
pointer and the video and the audio and the graphic. 

443. The system of claim 442, wherein the computer sys
tem is further programmed to determine whether at least one 
of the communications is censored based on content. 

444. The system of claim 443, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, which deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

445. The system of claim 442, wherein the computer sys
tem determines whether at least one of the first user identity 
and the second user identity, individually, is censored from 
sending in the communications data presenting at least one of 
the pointer, the video, the graphic, and the multimedia, and 

facilitates sending the communications that are not cen
sored from the sending. 

58 
identity is censored from sending, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

450. The system of claim 353, wherein the computer sys
tem is further programmed to determine whether at least one 
of the communications is censored based on content. 

451. The system of claim 450, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, which deter-

10 mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the communications, 
data presenting at least one of a pointer, video, audio, a 

15 
graphic, and multimedia. 

452. The system of claim 353, wherein the computer sys
tem determines whether at least one of the first user identity 
and the second user identity, individually, is censored from 
sending in the communications data presenting at least one of 

20 the pointer, the video, the graphic, and the multimedia, and 
facilitates sending the communications that are not cen

sored from the sending. 
453. The system of claim 452, wherein the computer sys

tem associates each said user identity in the group with a 
25 respective particular user's stored access rights, which deter

mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the communications, 
data presenting at least one of a pointer, video, audio, a 

30 graphic, and multimedia. 
454. The system of claim 353, wherein the computer sys

tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 

35 some of the participator computers to form at least one group 
in which members can send communications and receive 
communications. 

446. The system of claim 445, wherein the computer sys- 40 

tern associates each said user identity in the group with a 
respective particular user's stored access rights, which deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the communications, 45 

data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

455. The system of claim 454, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, which deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

456. The system of claim 353, wherein the computer sys
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 
in which members can send communications and receive 

447. The system of claim 442, wherein the computer sys
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 50 

respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 
in which members can send communications and receive 
communications. 

communications. 
457. The system of claim 456, wherein the computer sys

tem associates each said user identity in the group with a 
448. The system of claim 447, wherein the computer sys

tem associates each said user identity in the group with a 
respective particular user's stored access rights, which deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

55 respective particular user's stored access rights, which deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the communications, 
data presenting at least one of a pointer, video, audio, a 

60 graphic, and multimedia. 

449. The system of claim 442, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, which deter- 65 

mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 

458. The system of claim 353, wherein the computer sys
tem is programmed to: 

store, for the first user identity, an authorization associated 
with presentation of graphical data, and 

based on the authorization, allow the graphical data to be 
presented at an output device corresponding to the sec
ond user identity. 
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459. The system of claim 458, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, which deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

460. The system of claim 353, wherein the computer sys-
tem is programmed to: 10 

provide the first user identity with access to a member
associated image corresponding to the second user iden
tity. 

461. The system of claim 460, wherein the computer sys-
15 

tern associates each said user identity in the group with a 
respective particular user's stored access rights, which deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the communications, 20 

data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

462. The system of claim 353, wherein the computer sys
tem is programmed to: 

determine whether the first user identity is censored from 25 

access to a member-associated image corresponding to 
the second user identity, 

if the first user identity is censored, not allowing access to 
member-associated image, and 

if the first user identity is not censored, allow access to the 30 

member-associated image. 

60 
respective at least one parameter corresponding to the 
first user identity has been determined by an other of the 
user identities; and 

if the user identities are determined to be able to form the 
group, forms the group and facilitates sending the com
munications that are not censored from the first partici
pator computer to the second participator computer, 
wherein the sending is in real time and via the Internet 
network, and wherein the computer system facilitates, 
for the communications which are received and which 
present an Internet URL, handling the Internet URL via 
the computer system so as to find content specified by 
the Internet URL and facilitates presenting the content at 
an output device of the second participator computer; 
and 

if the first user identity is censored from sending the data, 
does not facilitate sending the data that is censored from 
the first participator computer to the second participator 
computer. 

466. The system of claim 465, wherein the data presents the 
pointer. 

467. The system of claim 466, wherein the computer sys
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 
in which members can send communications and receive 
communications. 

468. The system of claim 467, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

469. The system of claim 466, wherein the computer sys
tem determines whether at least one of the communications is 

463. The system of claim 462, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, which deter-

35 
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 
identity is censored from sending, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 40 censored based on content. 

464. The system of claim 353, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, which deter
mine whether the corresponding said user identity is censored 
from receiving, and whether the corresponding said user 45 

identity is censored from sending, in the communications, 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

470. The system of claim 469, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the communica-
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

465. An Internet network communications system, the sys
tem including: 

471. The system of claim 466, wherein at least one of the 
50 communications includes a human communication of sound. 

472. The system of claim 471, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the communica-
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

a computer system including a controller computer and a 
database which serves as a repository of tokens for other 
programs to access, thereby affording information to 
each of a plurality of participator computers which are 
otherwise independent of each other, the computer sys- 55 

tern in communication with a first of the participator 
computers responsive to a first authenticated user iden
tity and with a second of the participator computers 
responsive to a second authenticated user identity, 
wherein the computer system 

473. The system of claim 466, wherein the computer sys-
60 tern determines from access rights stored by user that neither 

of the first user identity and the second user identity is cen
sored from the group. 

determines whether the first user identity and the second of 
the user identity are able to form a group to send and to 
receive real-time communications; and 

determines whether the first user identity, is individually 
censored from sending data in the communications, the 65 

data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia by determining whether a 

474. The system of claim 473, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen-
sored from receiving, and whether the corresponding said 
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user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

475. The system of claim 466, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 10 

graphic, and multimedia. 
476. The system of claim 465, wherein data presents the 

video. 
477. The system of claim 476, wherein the computer sys

tem provides access via any of two client software alterna- 15 

tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 
in which members can send communications and receive 
communications. 

478. The system of claim 476, wherein the computer sys
tem determines whether at least one of the communications is 
censored based on content. 

20 

62 
492. The system of claim 491, wherein the computer sys

tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 
in which members can send communications and receive 
communications. 

493. The system of claim 491, wherein the computer sys
tem determines whether at least one of the communications is 
censored based on content. 

494. The system of claim 491, wherein at least one of the 
communications includes a human communication of sound. 

495. The system of claim 491, wherein the computer sys
tem determines from access rights stored by user that neither 
of the first user identity and the second user identity is cen
sored from the group. 

496. The system of claim 465, wherein the data presents the 
pointer and the video. 

497. The system of claim 496, wherein the computer sys-
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 479. The system of claim 476, wherein at least one of the 

communications includes a human communication of sound. 25 in which members can send communications and receive 
480. The system of claim 476, wherein the computer sys

tem determines from access rights stored by user that neither 
of the first user identity and the second user identity is cen
sored from the group. 

communications. 
498. The system of claim 496, wherein the computer sys

tem determines whether at least one of the communications is 
censored based on content. 

481. The system of claim 465, wherein the data presents the 30 

audio. 
499. The system of claim 498, wherein the computer sys

tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 

482. The system of claim 481, wherein the computer sys
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 35 

some of the participator computers to form at least one group 
in which members can send communications and receive 
communications. 

graphic, and multimedia. 

483. The system of claim 481, wherein the computer sys
tem determines whether at least one of the communications is 40 

500. The system of claim 496, wherein at least one of the 
communications includes a human communication of sound. 

501. The system of claim 500, wherein the computer sys-
censored based on content. 

484. The system of claim 481, wherein at least one of the 
communications includes a human communication of sound. 

485. The system of claim 481, wherein the computer sys
tem determines from access rights stored by user that neither 
of the first user identity and the second user identity is cen
sored from the group. 

486. The system of claim 465, wherein the data presents the 
graphic. 

487. The system of claim 486, wherein the computer sys
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 
in which members can send communications and receive 
communications. 

488. The system of claim 486, wherein the computer sys
tem determines whether at least one of the communications is 
censored based on content. 

tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 

45 user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

502. The system of claim 496, wherein the computer sys
tem determines from access rights stored by user that neither 

50 of the first user identity and the second user identity is cen
sored from the group. 

503. The system of claim 502, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter-

55 mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

489. The system of claim 486, wherein at least one of the 60 

communications includes a human communication of sound. 
504. The system of claim 496, wherein the computer sys-

tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 

490. The system of claim 486, wherein the computer sys
tem determines from access rights stored by user that neither 
of the first user identity and the second user identity is cen
sored from the group. 

491. The system of claim 465, wherein the data presents the 
multimedia. 

65 user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 
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505. The system of claim 465, wherein the data presents the 
pointer and the audio. 

506. The system of claim 505, wherein the computer sys
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 
in which members can send communications and receive 
communications. 

64 
517. The system of claim 516, wherein the computer sys

tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

518. The system of claim 515, wherein the computer sys-
10 tern determines whether at least one of the communications is 507. The system of claim 506, wherein the computer sys

tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the communica- 15 

tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

censored based on content. 
519. The system of claim 518, wherein the computer sys-

tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

508. The system of claim 505, wherein the computer sys
tem determines whether at least one of the communications is 
censored based on content. 

509. The system of claim 508, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

20 520. The system of claim 515, wherein at least one of the 
communications includes a human communication of sound. 

521. The system of claim 520, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter-

25 mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 

510. The system of claim 505, wherein at least one of the 
communications includes a human communication of sound. 30 

graphic, and multimedia. 
522. The system of claim 515, wherein the computer sys

tem determines from access rights stored by user that neither 
of the first user identity and the second user identity is cen
sored from the group. 

511. The system of claim 510, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

512. The system of claim 505, wherein the computer sys
tem determines from access rights stored by user that neither 
of the first user identity and the second user identity is cen
sored from the group. 

513. The system of claim 512, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

514. The system of claim 505, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

515. The system of claim 465, wherein the data presents the 
pointer and the graphic. 

523. The system of claim 522, wherein the computer sys-
35 tern associates each said user identity in the group with a 

respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the communica-

40 tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

524. The system of claim 515, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter-

45 mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 

50 

graphic, and multimedia. 
525. The system of claim 465, wherein the data presents the 

video and the audio. 
526. The system of claim 525, wherein the computer sys

tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 

55 respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 
in which members can send communications and receive 
communications. 

527. The system of claim 525, wherein the computer sys-
60 tern determines whether at least one of the communications is 

516. The system of claim 515, wherein the computer sys
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 65 

in which members can send communications and receive 

censored based on content. 
528. The system of claim 525, wherein at least one of the 

communications includes a human communication of sound. 
529. The system of claim 525, wherein the computer sys

tem determines from access rights stored by user that neither 
of the first user identity and the second user identity is cen
sored from the group. communications. 
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530. The system of claim465, wherein the data presents the 
video and the graphic. 

531. The system of claim 530, wherein the computer 
wherein the computer system provides access via any of two 
client software alternatives, wherein both of the client soft
ware alternatives allow respective user identities to be recog
nized and allow at least some of the participator computers to 
form at least one group in which members can send commu
nications and receive communications. 

66 
user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

532. The system of claim 530, wherein the computer sys
tem determines whether at least one of the communications is 
censored based on content. 

544. The system of claim 535, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the communica-

10 tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

533. The system of claim 530, wherein at least one of the 
communications includes a human communication of sound. 

15 
534. The system of claim 530, wherein the computer sys

tem determines from access rights stored by user that neither 
of the first user identity and the second user identity is cen
sored from the group. 

545. The system of claim 465, wherein the data presents the 
pointer and the video and the graphic. 

546. The system of claim 545, wherein the computer sys-
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 

535. The system of claim 465, wherein the data presents the 
pointer and the video and the audio. 

20 in which members can send communications and receive 

536. The system of claim 535, wherein the computer sys
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 25 

some of the participator computers to form at least one group 
in which members can send communications and receive 
communications. 

537. The system of claim 536, wherein the computer sys
tem associates each said user identity in the group with a 30 

respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the communica-

35 
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

communications. 
547. The system of claim 546, wherein the computer sys-

tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

548. The system of claim 545, wherein the computer sys
tem determines whether at least one of the communications is 
censored based on content. 

549. The system of claim 548, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen-
sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 

538. The system of claim 535, wherein the computer sys
tem determines whether at least one of the communications is 
censored based on content. 40 graphic, and multimedia. 

539. The system of claim 538, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

540. The system of claim 535, wherein at least one of the 
communications includes a human communication of sound. 

550. The system of claim 545, wherein at least one of the 
communications includes a human communication of sound. 

551. The system of claim 550, wherein the computer sys
tem associates each said user identity in the group with a 

45 respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 

50 graphic, and multimedia. 
541. The system of claim 540, wherein the computer sys

tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 55 

user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

552. The system of claim 545, wherein the computer sys
tem determines from access rights stored by user that neither 
of the first user identity and the second user identity is cen
sored from the group. 

553. The system of claim 552, wherein the computer sys-
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 542. The system of claim 535, wherein the computer sys

tem determines from access rights stored by user that neither 
of the first user identity and the second user identity is cen
sored from the group. 

543. The system of claim 542, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 

60 user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

554. The system of claim 545, wherein the computer sys
tem associates each said user identity in the group with a 

65 respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 
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user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

555. The system of claim 465, wherein the data presents the 
pointer and the audio and the graphic. 

556. The system of claim 555, wherein the computer sys
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 10 

in which members can send communications and receive 
communications. 

68 
some of the participator computers to form at least one group 
in which members can send communications and receive 
communications. 

567. The system of claim 565, wherein the computer sys
tem determines whether at least one of the communications is 
censored based on content. 

568. The system of claim 565, wherein at least one of the 
communications includes a human communication of sound. 

569. The system of claim 565, wherein the computer sys
tem determines from access rights stored by user that neither 
of the first user identity and the second user identity is cen
sored from the group. 

570. The system of claim 465, wherein the data presents the 
pointer and the video and the audio and the graphic. 

571. The system of claim 570, wherein the computer sys-
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 

557. The system of claim 556, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter- 15 

mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 20 in which members can send communications and receive 

558. The system of claim 555, wherein the computer sys
tem determines whether at least one of the communications is 
censored based on content. 

communications. 
572. The system of claim 571, wherein the computer sys

tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter-

25 mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 

559. The system of claim 558, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 30 

graphic, and multimedia. 
560. The system of claim 555, wherein at least one of the 

communications includes a human communication of sound. 
561. The system of claim 560, wherein the computer sys

tem associates each said user identity in the group with a 35 

respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 40 

graphic, and multimedia. 
562. The system of claim 555, wherein the computer sys

tem determines from access rights stored by user that neither 

graphic, and multimedia. 
573. The system of claim 570, wherein the computer sys

tem determines whether at least one of the communications is 
censored based on content. 

574. The system of claim 573, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen-
sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

575. The system of claim 570, wherein at least one of the 
communications includes a human communication of sound. 

576. The system of claim 575, wherein the computer sys
tem associates each said user identity in the group with a of the first user identity and the second user identity is cen

sored from the group. 45 respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the communica-

563. The system of claim 562, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 50 

user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

564. The system of claim 555, wherein the computer sys
tem associates each said user identity in the group with a 55 

respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 60 

graphic, and multimedia. 
565. The system of claim 465, wherein the data presents the 

video and the audio and the graphic. 
566. The system of claim 565, wherein the computer sys

tem provides access via any of two client software alterna- 65 

tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 

tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

577. The system of claim 570, wherein the computer sys
tem determines from access rights stored by user that neither 
of the first user identity and the second user identity is cen
sored from the group. 

578. The system of claim 577, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

579. The system of claim 570, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen-
sored from receiving, and whether the corresponding said 
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user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

70 
based on the authorization, allow the graphical data to be 

presented at the output device corresponding to the sec
ond user identity. 

580. The system of claim 465, wherein the computer sys
tem provides access via any of two client software alterna
tives, wherein both of the client software alternatives allow 
respective user identities to be recognized and allow at least 
some of the participator computers to form at least one group 
in which members can send communications and receive 
communications. 

581. The system of claim 580, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 15 

user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

591. The system of claim 590, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the communica-

10 tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

592. The system of claim 465, wherein the computer sys
tem is programmed to: 

provide the first user identity with access to a member
associated image corresponding to the second user iden
tity. 

593. The system of claim 592, wherein the computer sys
tem associates each said user identity in the group with a 582. The system of claim 465, wherein the computer sys

tem determines whether at least one of the communications is 
censored based on content. 

583. The system of claim 582, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

20 respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 

25 graphic, and multimedia. 

584. The system of claim 465, wherein at least one of the 30 

communications includes a human communication of sound. 
585. The system of claim 584, wherein the computer sys

tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen- 35 

sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

594. The system of claim 465, wherein the computer sys
tem is programmed to: 

determine whether the first user identity is censored from 
access to a member-associated image corresponding to 
the second user identity, 

if the first user identity is censored, not allow access to the 
member-associated image, and 

if the first user identity is not censored, allow access to the 
member-associated image. 

595. The system of claim 594, wherein the computer sys-
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 

586. The system of claim 465, wherein the computer sys
tem determines from access rights stored by user that neither 
of the first user identity and the second user identity is cen
sored from the group. 

40 user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

596. The system of claim 465, wherein the computer sys
tem associates each said user identity in the group with a 587. The system of claim 586, wherein the computer sys

tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

45 respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 
user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 

50 graphic, and multimedia. 

588. The system of claim 465, wherein the computer sys
tem determines from access rights stored by user that neither 
of the first user identity and the second user identity is cen
sored from the group. 55 

589. The system of claim 588, wherein the computer sys
tem associates each said user identity in the group with a 
respective particular user's stored access rights, and deter
mines whether the corresponding said user identity is cen
sored from receiving, and whether the corresponding said 60 

user identity is censored from sending, in the communica
tions, data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia. 

590. The system of claim 465, wherein the computer sys
tem is programmed to: 

store, for the first user identity, an authorization associated 
with presentation of graphical data; and 

65 

597. An Internet network communication system, the sys
tem including: 

a computer system including a controller computer and a 
database which serves as a repository of tokens for other 
programs to access, thereby affording information to 
participator computers that are otherwise independent of 
each other, in communication with each of the partici
pator computers responsive to a respective authenticated 
user identity, the computers configured so as to 
respond to one of the participator computers communi

cating a pointer in real time and via the Internet, 
wherein the pointer produces a pointer-triggered mes
sage on demand, by determining whether the first user 
identity is individually censored from content in the 
pointer-triggered message, by determining whether a 
parameter corresponding to the first user identity has 
been determined by an other of the user identities, 
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if the content is censored, disallow the pointer-trig
gered message from being presented at an output 
device of the participator computer corresponding 
to the first user identity, and 

if the content is not censored, allow the pointer-trig
gered message to be presented, wherein the com
puter system facilitates handling an Internet URL 
via the computer system so as to find content speci
fied by the Internet URL and facilitates presenting 
the pointer-triggered message at the output device. 10 

598. The system of claim 597, wherein the computer sys
tem is further programmed to: 

send and receive communications between members in a 
group, the communications including data presenting at 

15 
least one of video, sound, a graphic, and multimedia, 

the communications being sent and received in real time 
via the Internet network. 

599. The system of claim 598, wherein the data includes 
data presenting sound. 20 

72 
Internet URL and facilitates presenting the pointer
triggered message at the output device. 

607. The method of claim 606, further including sending 
and receiving communications between members in a group, 
the communications including data presenting at least one of 
video, sound, a graphic, and multimedia, the receiving in real 
time via the Internet network. 

608. The method of claim 607, wherein the data presents 
sound. 

609. The method of claim 608, further including: 
store, for the first user identity, an authorization associated 

with presentation of graphical multimedia; and 
based on the authorization, facilitate presentation of the 

graphical multimedia at the participator computer cor
responding to the second user identity. 

610. The method of claim 607, wherein the data presents 
video. 

611. The method of claim 610, further including: 
store, for the first user identity, an authorization associated 

with presentation of graphical multimedia; and 
based on the authorization, facilitate presentation of the 

graphical multimedia the participator computer corre
sponding to the second user identity. 

600. The system of claim 599, wherein the computer sys
tem provides the participator computer corresponding to the 
first user identity with access to a member-associated image 
corresponding to the second user identity. 

601. The system of claim 598, wherein the data includes 
data presenting video. 

612. The method of claim 607, wherein the data presents 
25 sound and video. 

602. The system of claim 601, wherein the computer sys
tem provides the participator computer corresponding to the 
first user identity with access to a member-associated image 
corresponding to the second user identity. 30 

613. The method of claim 607, further including: 
store, for the first user identity, an authorization associated 

with presentation of graphical multimedia; and 
based on the authorization, facilitate presentation of the 

graphical multimedia at the participator computer cor
responding to the second user identity. 603. The system of claim 598, wherein the data includes 

data presenting sound and video. 
604. The system of claim 603, wherein the computer sys

tem provides the participator computer corresponding to the 
first user identity with access to a member-associated image 
corresponding to the second user identity. 

614. The method of claim 606, further including sending 
and receiving communications between members in a group, 
the communications including data presenting a member-

35 associated image, sound, and video. 

605. The system of claim 598, wherein the computer sys
tem provides the participator computer corresponding to the 
first user identity with access to a member-associated image 
corresponding to the second user identity. 40 

615. The method of claim 606, further including: 
store, for the first user identity, an authorization associated 

with presentation of graphical multimedia; and 
based on the authorization, facilitate presentation of the 

graphical multimedia at the participator computer cor
responding to the second user identity. 606. A method of communicating via an Internet network 

by using a computer system including a controller computer 
and a database which serves as a repository of tokens for other 
programs to access, thereby affording information to each of 
a plurality of participator computers which are otherwise 
independent of each other, the method including: 

affording some of the information to a first of the partici
pator computers via the Internet network, responsive to 
an authenticated first user identity; and 

616. A method of communicating via an Internet network 
by using a computer system including a controller computer 
and a database which serves as a repository of tokens for other 

45 programs to access, thereby affording information to each of 
a plurality of participator computers which are otherwise 
independent of each other, the method including: 

affording some of the information to a second of the par- 50 

ticipator computers via the Internet network, responsive 
to an authenticated second user identity; 

responsive to the first of the participator computers com
municating a pointer in real time and via the Internet, the 
pointer producing a pointer-triggered message on 55 

demand, determining whether a parameter correspond
ing to the first user identity has been determined by an 
other of the user identities so that the first user identity is 
individually censored from content in the pointer-trig
gered message; and 60 

if the content is censored, disallowing the pointer-trig
gered message to be presented at an output device of 
the first of the participator computers, and 

if the content is not censored, allowing the pointer-trig
gered message to be presented, wherein the computer 65 

system facilitates handling an Internet URL via the 
computer system so as to find content specified by the 

affording some of the information to a first of the partici
pator computers via the Internet network, responsive to 
an authenticated first user identity; and 

affording some of the information to a second of the par
ticipator computers via the Internet network, responsive 
to an authenticated second user identity; 

determining whether at least one of the first user identity 
and the second user identity is individually censored, by 
determining whether a parameter corresponding to said 
at least one has been determined by an other of the user 
identities, from receiving data comprising a pointer in 
communications that include at least one of text or ascii, 
the pointer being a pointer that produces a pointer-trig
gered message on demand; 

determining whether the first and the second of the user 
identities are able to form a group; and 

if the first and the second user identities are able to form the 
group, then forming the group and facilitating receiving 
the communications that are sent and not censored from 
one of the participator computers to another of the par-
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tJc!pator computers, wherein the computer system 
facilitates handling an Internet URL via the computer 
system so as to find content specified by the Internet 
URL and facilitates presenting the content specified by 
the Internet URL at an output device of the other of the 
participator computers, and not allowing the data that is 
censored to be presented at the output device. 

617. The method of claim 616, wherein at least one of the 
communications includes data presenting sound. 

74 
computers in real time over the Internet network, 
wherein the computer system facilitates handling an 
Internet URL via the computer system so as to find 
content specified by the Internet URL and facilitates 
presenting the content at an output device of the other of 
the participator computers, and not facilitating sending a 
pointer that is censored. 

626. The method of claim 625, wherein at least one of the 

618. The method of claim 617, further including: 
storing, for the first user identity, an authorization associ

ated with presentation of graphical multimedia; and 

communications includes data presenting sound. 
10 627. The method of claim 626, further including: 

based on the authorization, allowing presentation of the 
graphical multimedia at the participator computer cor
responding to the second user identity. 

619. The method of claim 616, wherein at least one of the 
communications includes data presenting video. 

620. The method of claim 619, further including: 
storing, for the first user identity, an authorization associ

ated with presentation of graphical multimedia; and 
based on the authorization, allowing presentation of the 

graphical multimedia at the participator computer cor
responding to the second user identity. 

621. The method of claim 616, wherein at least one of the 
communications includes data presenting sound and video. 

622. The method of claim 616, further including: 
storing, for the first user identity, an authorization associ

ated with presentation of graphical multimedia; and 

15 

20 

25 

based on the authorization, allowing presentation of the 
graphical multimedia at the participator computer cor- 30 

responding to the second user identity. 
623. The method of claim 622, wherein the graphical data 

includes graphical multimedia data. 

storing, for the first user identity, an authorization associ
ated with presentation of graphical multimedia; and 

based on the authorization, allowing presentation of the 
graphical multimedia at the participator computer cor
responding to the second user identity. 

628. The method of claim 625, wherein at least one of the 
communications includes data presenting video. 

629. The method of claim 628, further including: 
storing, for the first user identity, an authorization associ

ated with presentation of graphical multimedia; and 
based on the authorization, allowing presentation of the 

graphical multimedia at the participator computer cor
responding to the second user identity. 

630. The method of claim 625, wherein at least one of the 
communications includes data presenting sound and video. 

631. The method of claim 630, further including: 
storing, for the first user identity, an authorization associ

ated with presentation of graphical data; and 
based on the authorization, allowing presentation of the 

graphical data at the participator computer correspond
ing to the second user identity. 

632. The method of claim 625, further including: 
storing, for the first user identity, an authorization associ

ated with presentation of graphical multimedia; and 
based on the authorization, allowing presentation of the 

graphical multimedia at the participator computer cor
responding to the second user identity. 

624. The method of claim 616, based on the authorization, 
presenting the graphical multimedia data at the output device 35 

corresponding to the second user identity, and wherein one of 
the determining steps includes determining whether a param
eter corresponding to the first user identity has been deter
mined by a user corresponding to another of the user identi
ties. 

633. A system to communicate via an Internet network, the 
40 system including: 

625. A method of communicating via an Internet network 
by using a computer system including a controller computer 
and a database which serves as a repository of tokens for other 
programs to access, thereby affording information to each of 
a plurality of participator computers which are otherwise 45 

independent of each other, the method including: 
affording some of the information to a first of the partici

pator computers via the Internet network, responsive to 
an authenticated first user identity; and 

affording some of the information to a second of the par- 50 

ticipator computers via the Internet network, responsive 
to an authenticated second user identity; 

determining whether the first user identity and the second 
of the user identity are able to form a group to send and 
to receive real-time communications; 

determining whether at least one of the first user identity 
and the second user identity is individually censored, by 
determining whether a parameter corresponding to said 

55 

at least one has been determined by an other of the user 
identities, from sending a pointer in the communications 60 

including at least one of text or ascii, the pointer being a 
pointer that produces a pointer-triggered message on 
demand; and 

if the first and the second user identities are able to form the 
group, then forming the group and facilitating sending 65 

the communications that are not censored from one of 
the participator computers to another of the participator 

a computer system including a controller computer and a 
database which serves as a repository of tokens for other 
programs to access, thereby affording information to 
each of a plurality of participator computers which are 
otherwise independent of each other, the computer sys
tem in communication with a first of the participator 
computers responsive to a first authenticated user iden
tity and with a second of the participator computers 
responsive to a second authenticated user identity, 
wherein the computers are configured to 

determine whether at least one of the first user identity and 
the second user identity is individually censored, by 
determining whether a parameter corresponding to said 
at least one has been determined by an other of the user 
identities, from receiving, in communications, data 
comprising a pointer, the pointer producing a pointer-
triggered message on demand, and 

thereafter allow the participator computers to receive, in 
real time via the Internet network, and present the com
munications that are not censored, wherein the computer 
system facilitates, for the communications which are 
received and which present an Internet URL, handling 
the Internet URL via the computer system so as to find 
content specified by the Internet URL and facilitates 
presenting the content at an output device of one of the 
participator computers corresponding the user identity 
which presents the communications, and to not present 
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the data that is censored at an output device correspond
ing to the user identity that is censored from receiving 
the data. 

634. The system of claim 633, wherein at least one of the 
communications includes data presenting sound. 

76 
645. The system of claim 644, wherein the computer sys

tem provides the participator computer corresponding to the 
first user identity with access to a member-associated image 
corresponding to the second user identity. 

646. The system of claim 641, wherein at least one of the 
communications includes data presenting video. 635. The system of claim 634, wherein the computer sys

tem provides the participator computer corresponding to the 
first user identity with access to a member-associated image 
corresponding to the second user identity. 

636. The system of claim 633, wherein at least one of the 
communications includes data presenting video. 

647. The system of claim 646, wherein the computer sys
tem provides the participator computer corresponding to the 
first user identity with access to a member-associated image 

10 corresponding to the second user identity. 

637. The system of claim 636, wherein the computer sys
tem provides the participator computer corresponding to the 
first user identity with access to a member-associated image 

15 
corresponding to the second user identity. 

638. The system of claim 633, wherein at least one of the 
communications includes data presenting sound and video. 

648. The system of claim 641, wherein the computer sys
tem provides the participator computer corresponding to the 
first user identity with access to a member-associated image 
corresponding to the second user identity. 

649. A method communicating via an Internet network by 
using a computer system including a controller computer and 
a database which serves as a repository of tokens for other 
programs to access, thereby affording information to each of 
a plurality of participator computers which are otherwise 639. The system of claim 638, wherein the computer sys

tem provides the participator computer corresponding to the 
first user identity with access to a member-associated image 
corresponding to the second user identity. 

20 independent of each other, the method including: 

640. The system of claim 633, wherein the computer sys
tem provides the participator computer corresponding to the 
first user identity with access to a member-associated image 25 

corresponding to the second user identity. 
641. A system to communicate via an Internet network, the 

system including: 
a computer system including a controller computer and a 

database which serves as a repository of tokens for other 30 

programs to access, thereby affording information to 
each of a plurality of participator computers which are 
otherwise independent of each other, the computer sys
tem in communication with a first of the participator 
computers responsive to a first authenticated user iden- 35 

tity and with a second of the participator computers 
responsive to a second authenticated user identity, 
wherein the computers are configured to 

determine whether at least one of the first user identity and 
the second user identity is individually censored, by 40 

determining whether a parameter corresponding to said 
at least one has been determined by an other of the user 
identities, from sending, in communications, a pointer 
that produces a pointer-triggered message on demand, 
and 45 

thereafter allow the participator computers to receive, in 
real time via the Internet network, and present the com
munications that are not censored based on the indi
vidual user identity, wherein the computer system facili
tates, for the communications which are received and 50 

which present an Internet URL, handling the Internet 
URL via the computer system so as to find content 
specified by the Internet URL and facilitates presenting 
the content at an output device of one of the participator 
computers corresponding the user identity which pre- 55 

sents the communications, and to not present the com
munications that are censored at an output device corre
sponding to the user identity that is censored from the 
sending. 

642. The system of claim 641, wherein at least one of the 60 

communications includes data presenting sound. 

affording some of the information to a first of the partici
pator computers via the Internet network, responsive to 
an authenticated first user identity, and affording some 
of the information to a second of the participator com
puters via the Internet network, responsive to an authen
ticated second user identity; 
storing a respective particular user's access rights cor

responding to each said user identity; 
determining whether the first user identity and the sec

ond user identity are able to form a group to send and 
to receive real-time communications; 

determining whether at least one of the first user identity 
and the second user identity is individually censored 
by the corresponding user's stored access rights from 
receiving data in the communications, the data pre
senting at least one of a pointer, video, audio, a 
graphic, and multimedia, by determining whether a 
respective at least one parameter corresponding to 
said at least one of the first user identity and the 
second user identity has been determined by an other 
of the user identities; and 

if the first and the second user identities are able to form 
the group, forming the group and facilitating receiv
ing the communications, including receiving at least 
some of the communications with the data that is not 
censored, that are sent from one of the participator 
computers to another of the participator computers, 
wherein the receiving is in real time via the Internet 
network and wherein the computer system facilitates, 
for the communications which are received and which 
present an Internet URL, handling the Internet URL 
via the computer system so as to find content specified 
by the Internet URL and facilitates presenting the 
content at an output device of the participator com
puter which is receiving the communications, and not 
allowing the data that is censored by the correspond-
ing user's stored access rights to be presented at an 
output device of the participator computer corre
sponding to the user identity that is censored. 

650. A method communicating via an Internet network by 
using a computer system including a controller computer and 
a database which serves as a repository of tokens for other 
programs to access, thereby affording information to each of 
a plurality of participator computers which are otherwise 

643. The system of claim 642, wherein the computer sys
tem provides the participator computer corresponding to the 
first user identity with access to a member-associated image 
corresponding to the second user identity. 65 independent of each other, the method including: 

644. The system of claim 641, wherein at least one of the 
communications includes data presenting sound. 

affording some of the information to a first of the partici
pator computers via the Internet network, responsive to 
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an authenticated first user identity, and affording some 
of the information to a second of the participator com
puters via the Internet network, responsive to an authen
ticated second user identity; 

78 
content specified by the Internet URL and facilitates 
presenting the content at an output device of the other of 
the participator computers, and not allowing sending the 
data that is censored by the corresponding user's stored 
access rights. 

652. A method communicating via an Internet network by 
using a computer system including a controller computer and 
a database which serves as a repository of tokens for other 
programs to access, thereby affording information to each of 

determining whether the first user identity and the second 
user identity are able to form a group to send and to 
receive data in communications in real time by deter
mining whether at least one of the first user identity and 
the second user identity is individually censored from 
receiving the data in the communications, the data pre
senting at least one of a pointer, video, audio, a graphic, 
and multimedia, by determining whether a respective at 
least one parameter corresponding to said at least one of 
the first user identity and the second user identity has 
been determined by an other of the user identities; and 15 

10 a plurality of participator computers which are otherwise 
independent of each other, the method including: 

if the first and the second user identities are determined to 
be able to form the group, forming the group and facili
tating receiving the communications, including receiv
ing at least some of the communications with the data 
that is not censored, that are sent from one of the par- 20 

ticipator computers to another of the participator com
puters, in real time via the Internet network and wherein 
the computer system facilitates, for the communications 
which are received and which present an Internet URL, 
handling the Internet URL via the computer system so as 25 

to find content specified by the Internet URL and facili
tates presenting the content at an output device of the 
other of the participator computers; and 

if the first and the second user identities are determined to 
not be able to form the group with respect to receiving 30 

the data that is censored, not forming the group. 
651. A method communicating via an Internet network by 

using a computer system including a controller computer and 
a database which serves as a repository of tokens for other 
programs to access, thereby affording information to each of 35 

a plurality of participator computers which are otherwise 
independent of each other, the method including: 

affording some of the information to a first of the partici
pator computers via the Internet network, responsive to 
an authenticated first user identity, and affording some 40 

of the information to a second of the participator com
puters via the Internet network, responsive to an authen
ticated second user identity; 

storing a respective particular user's access rights corre
sponding to each said user identity; 

determining whether the first user identity and the second 
user identity are able to form a group to send and to 
receive real-time communications; 

45 

determining whether at least one of the first user identity 
and the second user identity is individually censored by 50 

the corresponding user's stored access rights from send
ing data in the communications, the data presenting at 
least one of a pointer, video, audio, a graphic, and mul
timedia by determining whether a respective at least one 
parameter corresponding to said at least one of the first 55 

user identity and the second user identity has been deter
mined by an other of the user identities; and 

if the first and the second user identities are able to form the 
group, forming the group and facilitating sending the 
communications, including sending at least some of the 60 

communications with the data that is not censored, from 
one of the participator computers to another of the par
ticipator computers, wherein the sending is in real time 
via the Internet network and wherein the computer sys
tem facilitates, for the communications which are 65 

received and which present an Internet URL, handling 
the Internet URL via the computer system so as to find 

affording some of the information to a first of the partici-
pator computers via the Internet network, responsive to 
an authenticated first user identity, and affording some 
of the information to a second of the participator com
puters via the Internet network, responsive to an authen-
ticated second user identity; 

determining whether a first of the user identities and a 
second of the user identities are able to form a group to 
send and to receive communications in real time by 
determining whether at least one of the first user identity 
and the second user identity is individually censored 
from sending data in the communications, the data pre
senting at least one of a pointer, video, audio, a graphic, 
and multimedia, by determining whether a respective at 
least one parameter corresponding to said at least one of 
the first user identity and the second user identity has 
been determined by an other of the user identities; and 

if the first and the second user identities are determined to 
be able to form the group, forming the group and facili
tating sending the communications, including sending at 
least some of the communications with the data that is 
not censored, from one of the participator computers to 
another of the participator computers in real time via the 
Internet network and wherein the computer system 
facilitates, for the communications which are received 
and which present an Internet URL, handling the Inter
net URL via the computer system so as to find content 
specified by the Internet URL and facilitates presenting 
the content at an output device of the other of the par
ticipator computers; and 

if the first and the second user identities are determined to 
not be able to form the group with respect to sending the 
data that is censored, not forming the group. 

653. A system to communicate via an Internet network, the 
system including: 

a computer system including a controller computer and a 
database which serves as a repository of tokens for other 
programs to access, thereby affording information to 
each of a plurality of participator computers which are 
otherwise independent of each other, the computer sys-
tem in communication with a first of the participator 
computers responsive to a first authenticated user iden
tity and with a second of the participator computers 
responsive to a second authenticated user identity, 
wherein the computers are arranged so as to store a 
respective particular user's access rights corresponding 
to each said user identity, 

determine whether the first user identity and the second 
user identity are able to form a group to send and to 
receive real-time communications, 

determine whether at least one of the first user identity and 
the second user identity is individually censored by the 
corresponding user's stored access rights from receiving 
data in the communications, the data presenting at least 
one of a pointer, video, audio, a graphic, and multimedia, 
by determining whether a respective at least one param-
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eter corresponding to said at least one of the first user 
identity and the second user identity has been deter
mined by an other of the user identities, and 

if the first and the second user identities are able to form the 
group, form the group and facilitate receiving the com
munications that are sent and not censored from one of 
the participator computers to another of the participator 
computers, wherein the receiving is in real time via the 
Internet network and wherein the computer system 
facilitates, for the communications which are received 10 

and which present an Internet URL, handling the Inter
net URL via the computer system so as to find content 
specified by the Internet URL and facilitates presenting 
the content at an output device of the other of the par-
ticipator computers, and 15 

not allow the data that is censored by the corresponding 
user's stored access rights to be presented at an output 
device of the participator computer corresponding to the 
user identity that is censored. 

654. A system to communicate via an Internet network, the 20 

system including: 
a computer system including a controller computer and a 

database which serves as a repository of tokens for other 
programs to access, thereby affording information to 
each of a plurality of participator computers which are 25 

otherwise independent of each other, the computer sys
tem in communication with a first of the participator 
computers responsive to a first authenticated user iden
tity and with a second of the participator computers 
responsive to a second authenticated user identity, 30 

wherein the computers are arranged so as to 
determine whether the first user identity and the second 

user identity are able to form a group to send and to 
receive real-time communications by determining 
whether at least one of the first user identity and the 35 

second user identity is individually censored from 
receiving data in the communications, the data pre
senting at least one of a pointer, video, audio, a 
graphic, and multimedia, by determining whether a 
respective at least one parameter corresponding to 40 

said at least one of the first user identity and the 
second user identity has been determined by an other 
of the user identities, and 

if the first and the second user identities are determined 
to be able to form the group, form the group and 45 

facilitate receiving the communications from one of 
the participator computers to an other of the partici
pator computers, in real time via the Internet network 
and wherein the computer system facilitates, for the 
communications which are received and which 50 

present an Internet URL, handling the Internet URL 
via the computer system so as to find content specified 
by the Internet URL and facilitates presenting the 
content at an output device of the other of the partici-
pator computers, and 55 

if the first and the second user identities are determined 
to not be able to form the group with respect to receiv
ing the data that is censored, not form the group. 

655. A system to communicate via an Internet network, the 
system including: 60 

a computer system including a controller computer and a 
database which serves as a repository of tokens for other 
programs to access, thereby affording information to 
each of a plurality of participator computers which are 
otherwise independent of each other, the computer sys- 65 

tern in communication with a first of the participator 
computers responsive to a first authenticated user iden-

80 
tity and with a second of the participator computers 
responsive to a second authenticated user identity, 
wherein the computers are arranged so as to 
store a respective particular user's access rights corre

sponding to each said user identity, 
determine whether the first user identity and the second 

user identity are able to form a group to send and to 
receive real-time communications, 

determine whether at least one of the first user identity 
and the second user identity is individually censored 
by the corresponding user's stored access rights from 
sending data in the communications, the data includ
ing at least one of a pointer, video, audio, a graphic, 
and multimedia, by determining whether a respective 
at least one parameter corresponding to said at least 
one of the first user identity and the second user iden
tity has been determined by an other of the user iden
tities, and 

if the first and the second user identities are able to form 
the group, and facilitate sending the communications 
that are not censored from one of the participator 
computers to another of the participator computers, 
wherein the sending is in real time via the Internet 
network and wherein the computer system facilitates, 
for the communications which are received and which 
present an Internet URL, handling the Internet URL 
via the computer system so as to find content specified 
by the Internet URL and facilitates presenting the 
content at an output device of the other of the partici
pator computers, and not allow sending the data that is 
censored by the corresponding user's stored access 
rights. 

656. A system to communicate via an Internet network, the 
system including: 

a computer system including a controller computer and a 
database which serves as a repository of tokens for other 
programs to access, thereby affording information to 
each of a plurality of participator computers which are 
otherwise independent of each other, the controller com
puter system in communication with a first of the par
ticipator computers responsive to a first authenticated 
user identity and with a second of the participator com
puters responsive to a second authenticated user identity, 
wherein the computers are arranged so as to 
determine whether a first of the user identities and a 

second of the user identities are able to form a group 
to send and to receive communications in real time by 
determining whether at least one of the first user iden
tity and the second user identity is individually cen
sored from sending data in the communications, the 
data presenting at least one of a pointer, video, audio, 
a graphic, and multimedia, by determining whether a 
respective at least one parameter corresponding to 
said at least one of the first user identity and the 
second user identity has been determined by an other 
of the user identities, and 

if the first and the second user identities are determined 
to be able to form the group, form the group and 
facilitate sending the communications from one of the 
participator computers to another of the participator 
computers, wherein the sending is in real time via the 
Internet network and wherein the computer system 
facilitates, for the communications which are 
received and which present an Internet URL, handling 
the Internet URL via the computer system so as to find 
content specified by the Internet URL and facilitates 
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presenting the content at an output device of the other 
of the participator computers, and 

if the first and the second user identities are determined 
to not be able to form the group with respect to send
ing the data that is censored, not form the group. 

657. A method communicating via an Internet network by 
using a computer system including a controller computer that 
is an Internet service provider computer and a database which 
serves as a repository of tokens for other programs to access, 
thereby affording information to each of a plurality of par- 10 

ticipator computers which are otherwise independent of each 
other, the method including: 

affording some of the information to a first of the partici
pator computers via the Internet network, responsive to 

15 
an authenticated first user identity, and affording some 
of the information to a second of the participator com
puters via the Internet network, responsive to an authen
ticated second user identity; and 

storing a respective particular user's access rights corre- 20 

sponding to each said user identity; 
determining whether the first user identity and the second 

user identity are able to form a group to send and to 
receive real-time communications; and 

determining, based on the access rights of the first user 25 

identity by determining whether a parameter corre
sponding to the first user identity has been determined 
by an other of the user identities, whether the first user 
identity is individually censored from receiving content 
in the communications; 30 

if the user identities are determined to be able to form the 
group, forming the group and facilitating receiving the 
communications that are sent and not censored from the 
second participator computer to the first participator 
computer, wherein the receiving is in real time and via 35 

the Internet network and wherein the computer system 
facilitates, for the communications which are received 
and which present an Internet URL, handling the Inter
net URL via the computer system so as to find content 
specified by the Internet URL and facilitates presenting 40 

the content at an output device of the other of the par
ticipator computers, and 

if the first user identity is censored, not allowing the content 
that is censored to be presented from the second partici
pator computer to a user of the first participator com- 45 

puter. 
658. A method communicating via an Internet network by 

using a computer system including a controller computer that 
is an Internet service provider computer and a database which 
serves as a repository of tokens for other programs to access, 50 

thereby affording information to each of a plurality of par
ticipator computers which are otherwise independent of each 
other, the method including: 

affording some of the information to a first of the partici
pator computers via the Internet network, responsive to 55 

an authenticated first user identity, and affording some 
of the information to a second of the participator com
puters via the Internet network, responsive to an authen
ticated second user identity; and 

storing a respective particular user's access rights corre- 60 

sponding to each said user identity; 
determining whether the first user identity and the second 

user identity are able to form a group to send and to 
receive real-time communications; and 

determining, based on the access rights of the first user 65 

identity by determining whether a parameter corre
sponding to the first user identity has been determined 
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by an other of the user identities, whether the first user 
identity is individually censored from sending content in 
the communications; 

if the user identities are determined to be able to form the 
group, forming the group and facilitating sending the 
communications that are not censored from the first 
participator computer to the second participator com
puter, wherein the sending is in real time and via the 
Internet network and wherein the computer system 
facilitates, for the communications which are received 
and which present an Internet URL, handling the Inter
net URL via the computer system so as to find content 
specified by the Internet URL and facilitates presenting 
the content at an output device of the second participator 
computer, and 

if the first user identity is censored, not allowing the content 
that is censored to be sent from the first participator 
computer the second participator computer. 

659. A method communicating via an Internet network by 
using a computer system including a controller computer that 
is an Internet service provider computer and a database which 
serves as a repository of tokens for other programs to access, 
thereby affording information to each of a plurality of par
ticipator computers which are otherwise independent of each 
other, the method including: 

affording some of the information to a first of the partici
pator computers via the Internet network, responsive to 
an authenticated first user identity, and affording some 
of the information to a second of the participator com
puters via the Internet network, responsive to an authen
ticated second user identity; and 

determining whether the first user identity and the second 
user identity are able to form a group to send and to 
receive real-time communications; and 

determining whether the first user identity is individually 
censored from data in the communications, the data 
presenting at least one of an Internet URL, video, audio, 
a graphic, and multimedia, by determining whether a 
respective at least one parameter corresponding to said 
at least one of the first user identity and the second user 
identity has been determined by an other of the user 
identities; and 

if the user identities are determined to be able to form the 
group, forming the group and facilitating receiving the 
communications that are sent and not censored from the 
second participator computer to the first participator 
computer, wherein the receiving is in real time and via 
the Internet network and wherein the computer system 
facilitates, for the communications which are received 
and which present the Internet URL, handling the Inter
net URL via the computer system so as to find content 
specified by the Internet URL and facilitates presenting 
the content at an output device of the first participator 
computer, and 

if the first user identity is censored, not allowing the data 
that is censored to be presented from the second partici
pator computer to a user of the first participator com
puter. 

660. A method communicating via an Internet network by 
using a computer system including a controller computer that 
is an Internet service provider computer and a database which 
serves as a repository of tokens for other programs to access, 
thereby affording information to each of a plurality of par
ticipator computers which are otherwise independent of each 
other, the method including: 

affording some of the information to a first of the partici
pator computers via the Internet network, responsive to 
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an authenticated first user identity, and affording some 
of the information to a second of the participator com
puters via the Internet network, responsive to an authen
ticated second user identity; and 

determining whether the first user identity and the second 
user identity are able to form a group to send and to 
receive real-time communications; and 

determining whether the first user identity is individually 
censored from sending data in the communications, the 
data presenting at least one of an Internet URL, video, 10 

audio, a graphic, and multimedia, by determining 
whether a respective parameter corresponding to the first 
user identity has been determined by an other of the user 
identities; and 

if the user identities are determined to be able to form the 15 

group, forming the group and facilitating sending the 
communications that are not censored from the first 
participator computer to the second participator com
puter, wherein the sending is in real time and via the 
Internet network and wherein the computer system 20 

facilitates, for the communications which are received 
and which present the Internet URL, handling the Inter
net URL via the computer system so as to find content 
specified by the Internet URL and facilitates presenting 
the content at an output device of the second participator 25 

computer, and 
if the first user identity is censored, not allowing sending 

the data that is censored from the first participator com
puter to the second participator computer. 

661. A system to communicate via an Internet network, the 30 

system including: 
a computer system including a controller computer that is 

an Internet service provider computer and a database 
which serves as a repository of tokens for other pro
grams to access, thereby affording information to each 35 

of a plurality of participator computers which are other
wise independent of each other, the computer system in 
communication with a first of the participator computers 
responsive to a first authenticated user identity and with 
a second of the participator computers responsive to a 40 

second authenticated user identity, wherein the comput-
ers are arranged so as to 

determine whether the first user identity is individually 
censored from receiving content in the communications, 
by determining whether a parameter corresponding to 45 

the first user identity has been determined by an other of 
the user identities, 

if the user identities are determined to be able to form the 
group, form the group and facilitate receiving the com
munications that are sent and not censored from the 50 

second participator computer to the first participator 
computer, wherein the receiving is in real time and via 
the Internet network and wherein the computer system 
facilitates, for the communications which are received 
and which present an Internet URL, handling the Inter- 55 

net URL via the computer system so as to find content 
specified by the Internet URL and facilitates presenting 
the content at an output device of the other of the par
ticipator computers at an output device of the first par-
ticipator computer, and 60 

if the first user identity is censored, not allow the content 
that is censored to be presented from the second partici
pator computer at the first participator computer. 

662. A system to communicate via an Internet network, the 
system including: 65 

a computer system including a controller computer that is 
an Internet service provider computer and a database 
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which serves as a repository of tokens for other pro
grams to access, thereby affording information to each 
of a plurality of participator computers which are other
wise independent of each other, the computer system in 
communication with a first of the participator computers 
responsive to a first authenticated user identity and with 
a second of the participator computers responsive to a 
second authenticated user identity, wherein the comput
ers are arranged so as to 

determine whether the first user identity and the second 
user identity are able to form a group to send and to 
receive real-time communications, and 

determine whether the first user identity is individually 
censored from sending content in the communications, 
by determining whether a parameter corresponding to 
the first user identity has been determined by an other of 
the user identities, 

if the user identities are determined to be able to form the 
group, form the group and facilitate sending the com
munications that are not censored from the first partici
pator computer to the second participator computer, 
wherein the sending is in real time and via the Internet 
network and wherein the computer system facilitates, 
for the communications which are received and which 
present an Internet URL, handling the Internet URL via 
the computer system so as to find content specified by 
the Internet URL and facilitates presenting the content at 
an output device of the other of the participator comput
ers at an output device of the second participator com
puter, and 

if the first user identity is censored, not allow the content 
that is censored to be sent from the first participator 
computer the second participator computer. 

663. A system to communicate via an Internet network, the 
system including: 

a computer system including a controller computer that is 
an Internet service provider computer and a database 
which serves as a repository of tokens for other pro
grams to access, thereby affording information to each 
of a plurality of participator computers which are other
wise independent of each other, the computer system in 
communication with a first of the participator computers 
responsive to a first authenticated user identity and with 
a second of the participator computers responsive to a 
second authenticated user identity, wherein the comput
ers are arranged so as to 

determine whether the first user identity and the second 
user identity are able to form a group to send and to 
receive real-time communications, and 

determine whether the first user identity is individually 
censored from sending content in the communications, 
by determining whether a parameter corresponding to 
the first user identity has been determined by an other of 
the user identities, 

if the user identities are determined to be able to form the 
group, form the group and facilitate sending the com
munications that are not censored from the first partici
pator computer to the second participator computer, 
wherein the sending is in real time and via the Internet 
network and wherein the computer system facilitates, 
for the communications which are received and which 
present an Internet URL, handling the Internet URL via 
the computer system so as to find content specified by 
the Internet URL and facilitates presenting the content at 
an output device of the other of the participator comput
ers, and 
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if the first user identity is censored, not allow the content 
that is censored to be sent from the first participator 
computer the second participator computer. 

664. The method of claim 663, wherein each said user 
identity in the group is associated with a respective particular 
user's stored access rights, which determine whether the cor
responding said user identity is censored from receiving, in 
the communications, data presenting at least one of a pointer, 
video, audio, a graphic, and multimedia. 

665. The method of claim 663, further including: 10 

determining whether the first user identity is censored from 
the data by determining whether a parameter corre
sponding to the first user identity has been determined 
by a user corresponding to an other of the user identities. 

666. A system to communicate via an Internet network, the 15 

system including: 
a computer system including a controller computer that is 

an Internet service provider computer and a database 
which serves as a repository of tokens for other pro
grams to access, thereby affording information to each 20 

of a plurality of participator computers which are other
wise independent of each other, the computer system in 
communication with a first of the participator computers 
responsive to a first authenticated user identity and with 
a second of the participator computers responsive to a 25 

second authenticated user identity, wherein the comput-
ers are arranged so as to 

determine whether a first of the user identities and a second 
of the user identities are able to form a group to send and 
to receive communications in real time by determining 30 

whether at least one of the first user identity and the 
second user identity is individually censored from data 
in the communications, the data presenting at least one 
of a pointer, video, audio, graphic, and multimedia, by 
determining whether a respective at least one parameter 35 

corresponding to said at least one of the first user identity 
and the second user identity has been determined by an 
other of the user identities, and 

if the first and the second user identities are determined to 
be able to form the group, form the group and facilitate 40 

receiving the communications that are sent and include 
said data that is not censored from one of the participator 
computers to another of the participator computers, 
wherein the receiving is in real time via the Internet 
network and wherein the computer system facilitates, 45 

for the communications which are received and which 
present an Internet URL, handling the Internet URL via 
the computer system so as to find content specified by 
the Internet URL and facilitates presenting the content at 
an output device of the other of the participator comput- 50 

ers at an output device of the other of the participator 
computers, and 

if the first and the second user identities are determined to 
not be able to form the group, not form the group. 

667. A system to communicate via an Internet network, the 55 

system including: 
a computer system including a controller computer that is 

an Internet service provider computer and a database 
which serves as a repository of tokens for other pro
grams to access, thereby affording information to each 60 

of a plurality of participator computers which are other
wise independent of each other, the computer system in 
communication with a first of the participator computers 
responsive to a first authenticated user identity and with 
a second of the participator computers responsive to a 65 

second authenticated user identity, wherein the comput-
ers are configured so as to 
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allow the first user identity and the second user identity 

to send communications and to receive communica
tions sent by another user identity on at least one of a 
plurality of channels, wherein at least some of the 
communications are received in real time via the 
Internet network, except that if at least one of the user 
identities is individually censored, from data in one of 
the channels, the data presenting at least one of a 
pointer, video, audio, graphic, or multimedia, and 
multimedia, by a determination of whether a respec
tive at least one parameter corresponding to said at 
least one of the first user identity and the second user 
identity has been determined by an other of the user 
identities, the data that is censored is not presented by 
the participator computer corresponding to the user 
identity that is censored from the data, and otherwise 
allow the data to be presented at an output device 
corresponding to the participator computer which 
receives the data, wherein the computer system facili
tates, for the communications which are received and 
which present an Internet URL, handling the Internet 
URL via the computer system so as to find content 
specified by the Internet URL and facilitates present
ing the content at the output device. 

668. A system to communicate via an Internet network, the 
system including: 

a computer system including a controller computer that is 
an Internet service provider computer and a database 
which serves as a repository of tokens for other pro
grams to access, thereby affording information to each 
of a plurality of participator computers which are other
wise independent of each other, the computer system in 
communication with a first of the participator computers 
responsive to a first authenticated user identity and with 
a second of the participator computers responsive to a 
second authenticated user identity, wherein the comput
ers are configured so as to censor communications based 
on: 
whether the first user identity and the second of the user 

identity are able to form a group to send and to receive 
real-time communications, and 

whether the first user identity, is individually censored 
from sending data in the communications, the data 
presenting at least one of a pointer, video, audio, a 
graphic, and multimedia, by determining whether a 
respective at least one parameter corresponding to the 
first user identity has been determined by an other of 
the user identities; and 

if the user identities are able to form the group, form the 
group and facilitate receiving the communications 
that are sent and not censored from the first participa
tor computer to the second participator computer, 
wherein the sending is in real time and via the Internet 
network and wherein the computer system facilitates 
handling an Internet URL via the computer system so 
as to find content specified by the Internet URL and 
facilitates presenting the content at an output device 
of the second participator computer; 

if the first user identity is censored, not allowing the data 
that is censored to be sent from the first participator 
computer to the second participator computer. 

669. A system to communicate via an Internet network, the 
system including: 

a computer system including a controller computer that is 
an Internet service provider computer and a database 
which serves as a repository of tokens for other pro
grams to access, thereby affording information to each 
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of a plurality of participator computers which are other
wise independent of each other, the computer system in 
communication with a first of the participator computers 
responsive to a first authenticated user identity and with 
a second of the participator computers responsive to a 
second authenticated user identity, wherein the comput
ers are configured so as to censor communications based 
on: 

whether the first user identity and the second of the user 
identity are able to form a group to send and to receive 
real-time communications, and 

10 

whether the first user identity, is individually censored 
from receiving data in the communications the data 
presenting at least one of a pointer, video: audio, a 
graphic, and multimedia, by determining whether a 
respective at least one parameter corresponding to the 
first user identity has been determined by an other of the 
user identities; and 

if the user identities are able to form the group, form the 
group and facilitate receiving the communications that 
are sent and not censored from the second participator 
computer to the first participator computer, wherein the 
receiving is in real time and via the Internet network and 
wherein the computer system facilitates, for the commu
nications which are received and which present an Inter-
net URL, handling the Internet URL via the computer 
system so as to find content specified by the Internet 
UR~ and facilitates presenting the content at an output 
dev1ce of the first participator computer; 

if the first user identity is censored, not allowing the data 
that is censored to be presented from the second partici-
pator computer at the output device. 

670. A system to communicate via an Internet network the 
system including: ' 

15 

20 

25 

30 

a computer system including a controller computer that is 35 
an Internet service provider computer and a database 
which serves as a repository of tokens for other pro
grams to access, thereby affording information to each 
of a plurality of participator computers which are other
wise independent of each other, the computer system in 40 
communication with a first of the participator computers 
responsive to a first authenticated user identity and with 
a second of the participator computers responsive to a 
second authenticated user identity, wherein the comput-
ers are configured so as to 

store a respective particular user's access rights corre-
sponding to each said user identity, and 

45 

determine whether the first user identity and the second of 
the user identity are able to form a group to send and to 
receive real-time communications and 

determine whether the first user id~ntity, is individually 
50 

censored from sending data in the communications, the 
data presenting at least one of a pointer, video, audio, a 
graphic, and multimedia, by determining whether a 
respective at least one parameter corresponding to the 55 
first user identity has been determined by an other of the 
user identities, such that 
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if the user identities are determined to be able to form the 

group, form the group and facilitate receiving the 
communications that are sent and not censored from 
the first participator computer to the second partici
pator computer, wherein the sending is in real time 
and via the Internet network and wherein the com
puter system facilitates, for the communications 
which are received and which present an Internet 
URL, handling the Internet URL via the computer 
system so as to find content specified by the Internet 
URL and facilitates presenting the content at an out-

. put device of the second participator computer, and 
1fthe first user identity is censored, not send of the data 

that is censored from the first participator computer to 
the second participator computer. 

671. A system to communicate via an Internet network the 
system including: ' 

a computer system including a controller computer that is 
an Internet service provider computer and a database 
which serves as a repository of tokens for other pro
grams to access, thereby affording information to each 
of a plurality of participator computers which are other
wise independent of each other, the computer system in 
commu~ication with a first of the participator computers 
responsive to a first authenticated user identity and with 
a second of the participator computers responsive to a 
second authenticated user identity, wherein the comput
ers are configured so as to 

store a respective particular user's access rights corre
sponding to each said user identity, and 

determine whether the first user identity and the second 
user identity are able to form a group to send and to 
receive real-time communications and 

determine whether the first user id~ntity is individually 
censored from sending data in the communications, the 
data presenting at least one of an Internet URL video 
audio, a graphic, multimedia, by determining whether~ 
respective at least one parameter corresponding to the 
first user identity has been determined by an other of the 
user identities, such that 

if the user identities are determined to be able to form the 
group, forming the group and facilitating sending the 
communications that are not censored from the first 
participator computer to the second participator com
puter, wherein the sending is in real time and via the 
Internet network and wherein the computer system 
facilitates, for the communications which are received 
and which present an Internet URL, handling the Inter
net URL via the computer system so as to find content 
specified by the Internet URL and facilitates presenting 
the content at an output device of the second participator 
computer, and 

if the first user identity is censored, not allowing sending 
the data that is censored from the first participator com
puter to the second participator computer. 

* * * * * 




